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Highlights

• Attack probability decreases as the cost of detection increases

• Whereas it increases as the cost of withdrawal increases

• Penetrated state is the most sensitive state with respect to the depend-
ability

• Reliability, availability and confidentiality decrease as the attack rate
increases

• Whereas they increase as the rate of intrusion detection increases
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