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A B S T R A C T

This article presents the findings of interviews with representatives from the majority of

EU data protection authorities in the context of the ongoing data protection reform process.

It not only identifies commonalities between the authorities to the extent it is possible to

speak about an EU DPA perspective, but also identifies areas of tension and disagreement

as well as future intentions. The focus of the article is upon the impact of the data protec-

tion reform process on the way that these independent bodies, located in EU Member States

will increasingly have to cooperate at an EU-level. Capturing these perspectives at this moment

in the reform process provides not only insight into the process from a group of con-

cerned stakeholders, but also insight into how these stakeholders are (re-)positioning

themselves, planning, and anticipating the impacts of the reform.
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1. Introduction

European Union Data Protection Authorities (DPAs) are inde-
pendent authorities (with their own powers and responsibilities,
and organisationally separate from Member State ministries1)
with a supervisory role in relation to data protection. Within
the EU, they primarily draw their authority from the national
implementations of Directive 95/46/EC – the Data Protection

Directive. Globally, DPAs (also known as privacy commission-
ers, data privacy agencies and privacy enforcement authorities2)
play multiple roles, such as ombudsmen, auditors, consul-
tants, educators, policy advisors and negotiators as well as
conducting enforcement actions.3

The data protection legal regime in the EU is currently un-
dergoing a reform process: The General Data Protection
Regulation (GDPR) and the associated Police and Criminal Justice
Data Protection Directive are intended to reform and update
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the 1995 EU Data Protection Directive and replace the 2008
Framework decision.4 At the time of writing, the Commis-
sion, the European Parliament and the Council have adopted
positions on the Regulation and have completed the trialogue
negotiation process producing a compromise text5 that will be
formalised over the coming months. The resulting legislation
is likely to have significant impacts for EU DPAs.These impacts
are likely to be particularly significant on the way in which EU
DPAs cooperate with each other in a number of registers.

Networking and group formation amongst DPAs have been
ongoing for some time6 and Europe is seen as a particular con-
centration of such activity, given the role of the Article 29 Data
Protection Working Party as a point of discussion and coordi-
nation, and the coming together of EU DPAs in events such as
the Spring Conference, and the Berlin Group. Collaboration
outside of enforcement provides opportunities for DPAs to in-
crease their regulatory capacity and effectiveness in relation
to globalised threats to privacy.7 However, the GDPR will place
increased requirements for collaboration upon EU DPAs.

Given their ambiguous position as organisations that are
likely to be deeply affected by the GDPR; responsible for en-
acting elements of it; and likely to have at least some of their
manner of working restructured by it, but at the same time
having limited official input into its final form, the perspec-
tive of EU DPAs on the reform process is particularly relevant.
Capturing these perspectives at this moment in the reform
process provides not only insight into the process from a group
of concerned stakeholders, but also insight into how these
stakeholders are (re-)positioning themselves, planning, and an-
ticipating the impacts of the reform.

This article is therefore intended to contribute to the lit-
erature on the international relations of data protection
authorities. Cooperation between DPAS has become the subject
of a relatively small number of previous articles,8 many of which
engage with the extent to which there is an emerging field of
interaction between these actors engaged in cross-border col-
laboration, and the extent to which the development of multi-
level governance can be identified9. This article expands this
picture with the perspective of EU DPAs themselves.Their per-
ceptions, anticipated challenges, problems and how they
construct past experiences will impact upon the develop-
ment in practice of EU governmentality (regimes of shared
practice operating in spaces beyond, around and between
states10) around privacy and data protection post-GDPR.

The paper first provides an account of the interview methods
deployed in this study, before examining DPA perspectives on
the GDPR and its impacts upon cooperation, in particular, the
consistency mechanism, the “one-stop-shop” principles, the Eu-
ropean Data Protection Board, the trialogue process, and
information sharing. It then examines DPA perspectives on co-
operation frameworks more broadly, including the possibilities
of structured systems for information exchange, sharing best
practice, requests for assistance, the role of the European Com-
mission, complaint handling, alerting tools and budgets for cross
border investigations.

The paper finds that DPAs anticipate a significant impact
from the GDPR, particularly for their inter-EU cooperation.
The GDPR is seen as likely to increase the need for coopera-
tion and to structure the form that this cooperation will take.
As the reform process is still ongoing there is ambiguity
about the final results, but even beyond that DPAs anticipate
they will need to conduct further work on the practical details
of cooperation. DPAs are concerned to build upon positive
existing cooperation and communication methods. Key chal-
lenges for DPAs include maintaining legitimacy, freedom
of action and ability to determine their own strategies and
methods, and ability to take what they see as appropriate
measures, whilst maintaining coordination and consistency
with their peers. Open debates include the extent to which
the GDPR will effectively harmonise data protection across
Europe, and which elements of strategic independence and
national context will remain for DPAs. Further, the extent to
which structured processes and common approaches are pos-
sible or desirable is still an open question, with different
DPAs holding different positions. Language differences remain
a key topic of discussion in these interviews, potentially
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