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Highlights 

 We revised the BDCPS certificateless signcryption scheme to realize the public verifiability, 

ciphertext authenticity and insider security. 

 We designed an access control scheme for the industrial wireless sensor networks in the context 

of the industrial Internet of Things using the certificateless signcryption. 
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