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Highlights

• Assuring the resilience and security properties of a Cyber-Physical System are important.
• How is such assurance to be achieved when such systems have already been developed?
• Refinement is used to check abstractions of source code.
• The abstraction of source code components are represented in the process algebra CSP.
• The CSP representation is checked against system security properties through refinement checking using the FDR3 model checker.
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