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1. Belgium

Cédric Lindenmann, Associate, cedric.lindenmann@stibbe.com
and Carol Evrard, Associate, carol.evrard@stibbe.com from Stibbe,
Brussels (Tel.: +32 2533 53 51).

No contribution for this issue

2. Denmark

Arly Carlquist, Partner, ac@bechbruun.com and Niclas Jensen,
Junior Associate, nic@bechbruun.com from Bech-Bruun, Copenha-
gen office, Denmark (Tel.: +45 7227 0000).

No contribution for this issue

3. France

Alexandra Neri, Partner, alexandra.neri@hsf.com and Jean-
Baptiste Thomas-Sertillanges, Avocat, Jean-Baptiste.Thomas-

Sertillanges@hsf.com from the Paris Office of Herbert Smith Freehills
LLP (Tel.: +33 1 53 57 78 57).

No contribution for this issue

4. Germany

Dr. Alexander Molle, LL.M. (Cambridge), Counsel, alexander.molle@
gleisslutz.com, from the Berlin Office of Gleiss Lutz, Germany (Tel.:
+49 30800979210)

No contribution for this issue

5. Italy

Salvatore Orlando, Partner, s.orlando@macchi-gangemi.com and
Stefano Bartoli, Associate, s.bartoli@macchi-gangemi.com, Rome
office of Macchi di Cellere Gangemi (Rome Office Tel. +39 06 362141)

The Italian Parliament approves the Anti-cyberbullying Act
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Passed on 17 May 2017, the Act has been approved to protect
minors and their families from cyberbullies. The Act is in-
tended to protect specifically minors (and not adults) who are
vexed using electronic means of any sort by other adults. The
Act is both aimed to punish cyberbullying – especially through
civil remedies – and to prevent cyberbullying by increasing
the level of education both in schools and families through
the adoption of a national plan and guidelines to be used in
schools.

In the final reading, the Italian Parliament has opted to
scratch any reference to the criminal nature of – and rel-
evant penalties against – cyberbullying, instead preferring to
provide civil remedies to block the harassment and limiting
the sanctions against the bully to only formal reprimands by
the Questore (i.e. local chief of police). Of course, the fact that
cyberbullying is not punished per se as a criminal offence does
not preclude other offences from being punished under the
Criminal Code, such as where crimes are committed through
cyberbullying (e.g. identity theft, illicit treatment of personal
data, libel and defamation).

Article 2 of the Act provides that any minor who is 14 years
old or younger and/or the parents of any minor can demand
ISPs to: remove content which is prejudicial to the dignity of
the minor; to block access to or black out webpages on which
such prejudicial content has been uploaded; and/or delete any
personal data of the bullied minor. If the ISP does not comply
within 48 hours the interested minor and/or their parents can
file a complaint with the Italian Data Protection Authority which
must intervene in the next 48 hours.

6. The Netherlands

Barbra Bulsing, barbra.bulsing@stibbe.com, Amsterdam office of
Stibbe (Tel.: +31 20 546 0332).

No contribution for this issue

7. Norway

Dr. Rolf Riisnæs, Partner, rri@wr.no, Dr. Emily M. Weitzenboeck,
Senior Associate, emw@wr.no, Wikborg Rein Advokatfirma AS (as
from 1.1.2017), Norway (Tel.: +47 22 82 75 00).

Advertising signs with inbuilt camera technology
The Norwegian Data Protection Authority has just issued

a statement on advertising signs with inbuilt camera technol-
ogy. Such advertising signs can nowadays analyse the sex,
age and facial expression of passers-by. The sign is then able
to adapt its advertising to each individual passer-by. Customised
advertising through such signs is already known from the
use of so-called “beacons”, although in such cases the users
would have previously downloaded an app and received some
information beforehand. The Data Protection Commissioner
stated that where passers-by cannot influence or correct the
result nor refuse to be analysed, such signs can be deemed
to be intrusive. The consequences for data protection must
therefore be thoroughly evaluated if such signs are to be
adopted.

Norway’s Personal Data Act applies to video surveillance.
The country has strict rules on video surveillance which, inter
alia, provide that such surveillance must principally only be
used to protect life or health, or to prevent repeated or serious
criminal acts. If photos or a video of an individual are digi-
tally analysed, the Personal Data Act applies even if the pictures
are not stored. Even if pictures are filtered or manipulated such
that a person is no longer recognisable, where the resultant
picture nevertheless is unique for the same individual such that
an individual will always generate the same result, that is
deemed to be personal data.

The Data Protection Commissioner stated that the Data Pro-
tection Authority has so far not carried out any inspection or
dealt with specific cases on advertising signs which use camera
technology. The Authority has thus not taken a final position
as to whether such use of cameras is legal. However, the Data
Protection Commissioner showed strong scepticism that
cameras which analyse people in this way could be deemed
to be legal.

Signs which analyse people on the basis of algorithms can,
moreover, strengthen existing stereotypes, for example, such
that men are only shown adverts for products which are
deemed to be masculine.This means that such signs also affect
values other than privacy, such as equality of opportunities and
freedom of information.

8. Spain

Albert Agustinoy, Partner, albert.agustinoy@cuatrecasas.com,
Jorge Monclús, Senior Associate, jorge.monclus@cuatrecasas.com
and Daniel Urbán, Associate, daniel.urban@cuatrecasas.com from
Cuatrecasas, Gonçalves Pereira, Spain (Tel.: +34 933 127 184).

Spanish authorities sanctioned a piracy web for breach-
ing cookies regulations

For the first time, the Spanish Data Protection Agency
(“SPDA”) has fined the owners of a piracy website for breach-
ing Spanish law on ecommerce and particularly for using
cookies without providing the basic information required by
law.

The website in question was owned by the Cyprian company
Abelhas.pt Limited, which offered users the possibility to upload
their files and subsequently share them with other third parties,
but often widely infringed intellectual property rights. In order
to provide its services, Abelhas.pt Limited used several cookies,
but no information at all was provided to users about the data
processing carried out.

In particular, Abelhas.pt Limited was found to be breach-
ing Article 22 of the Spanish Act 34/2002, on information society
service and ecommerce, according to which cookies and similar
technologies can only be used as long as two conditions are
met:

(i) First, users must be informed in advance, in a clear and
complete way, about which cookies are going to be in-
stalled and used and, particularly, the purpose of this
processing of data made by means of such cookies. The
SDPA recommends the information is provided by means
of the so-called “double layer” system, which relies on
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