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Abstract 

Today’s cyber attacks require a new line of security defenses. The static approach of traditional 

security based on heuristic and signature does not match the dynamic nature of new generation 

of threats that are known to be evasive, resilient and complex. Organizations need to gather and 

share real-time cyber threat information in order to prevent attacks or at least execute timely 

disaster recovery. Threat Intelligence (TI) means evidence-based knowledge representing threats 

that can inform decisions. There is a general awareness for the need of threat intelligence while 
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