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Highlights

• A trust-aware probability marking traceback scheme is proposed for security of WSNs.
• The marking probability of node adjust according the trust of node.
• The total number of marking tuples is 67.16% of previous studies in our scheme.
• The lifetime can be enhanced by 12.99%-36.61%.
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