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a b s t r a c t

Cooperative vehicular networks require the exchange of positioning and basic status infor-

mation between neighboring nodes to support vehicular applications. The exchange of in-

formation is based on the periodic transmission/reception of 1-hop broadcast messages on

the so called control channel. The dynamic adaptation of the transmission parameters when

broadcasting such messages will be key for the reliable and efficient operation of vehicular

networks. To this aim, vehicular networks utilize congestion control protocols to control the

channel load, typically through the adaptation of the transmission parameters based on cer-

tain channel load metrics. Awareness control protocols are also required to adequately support

cooperative vehicular applications. These protocols typically adapt the transmission parame-

ters of periodic broadcast messages to ensure each vehicle’s capacity to detect, and possibly

communicate, with the relevant vehicles and infrastructure nodes present in its local neigh-

borhood. To date, congestion and awareness control protocols have been normally designed

and evaluated separately, although both will be required for the reliable and efficient opera-

tion of vehicular networks. In this context, this paper proposes and evaluates INTERN, a new

control protocol that integrates two congestion and awareness control processes. The simula-

tion results obtained for three different scenarios demonstrate that INTERN is able to satisfy

the applications’ requirements of all vehicles, while effectively controlling the channel load.

The results obtained highlight the challenges ahead with emerging automated vehicles.

© 2015 Elsevier B.V. All rights reserved.

1. Introduction1

Cooperative vehicular networks are being designed to im-2

prove traffic safety and efficiency thanks to the real time3

exchange of information between vehicles (V2V - Vehicle-4

to-Vehicle) and between vehicles and infrastructure units5

(V2I - Vehicle-to-Infrastructure). The exchange of informa-6

tion is based on the periodic transmission/reception of7

1-hop broadcast packets on the so called control channel us-8

ing the IEEE 802.11p radio access technology in the 5.9 GHz9
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frequency band [1]. These packets are formally known as 10

WSM (WAVE Short Messages) in the US or CAM (Coopera- 11

tive Awareness Messages) in Europe, and are often referred 12

to as beacons. Each packet includes positioning and basic sta- 13

tus information of each vehicle, which is exploited by higher 14

layer protocols and applications. For example, applications 15

such as intersection collision warning or lane change as- 16

sistance will exploit the position and speed information of 17

nearby vehicles to detect potential road dangers with suffi- 18

cient time for the driver to react. To effectively support vehic- 19

ular safety applications, each vehicle needs to continuously 20

receive updated information from all vehicles located within 21

certain warning distance. The requirements of safety appli- 22

cations can be defined in terms of warning distance [2] and 23

packet reception frequency (inverse of packet inter-reception 24
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time) [3]. Different applications can have different warning25

distance and packet reception frequency requirements [4],26

which can also depend on the context of the vehicles [5].27

To adequately support cooperative vehicular applications,28

a number of awareness control protocols have been proposed29

in the literature [6]. These protocols are aimed at adapting30

the transmission parameters of beacons to ensure each vehi-31

cle’s capacity to detect, and possibly communicate, with the32

relevant vehicles and infrastructure nodes present in its lo-33

cal neighborhood. In addition, all vehicles will periodically34

transmit their beacons on the control channel. This can lead35

to possible channel congestion, in particular under high traf-36

fic densities. The critical nature of the control channel has37

fostered significant efforts in the research and standardiza-38

tion communities to design congestion control protocols that39

ensure the scalability and adequate operation of vehicular40

networks by adapting the packet transmission frequency or41

power [6]. In fact, the ETSI communications architecture that42

future connected vehicles will implement includes a key De-43

centralized Congestion Control (DCC) module that is cur-44

rently under development [7].45

To date, congestion and awareness control protocols have46

been normally designed and evaluated separately, although47

both will be required for the reliable and efficient opera-48

tion of vehicular networks. For example, in a highway sce-49

nario with a traffic jam in one direction of driving and free-50

flow conditions in the other direction, all vehicles might51

suffer channel congestion and would require the use of con-52

gestion control protocols to control the channel load. How-53

ever, the requirements of the applications run by the vehi-54

cles in the traffic jam are notably lower from those of the55

applications run by the vehicles under free-flow conditions56

moving in the opposite direction with higher speeds and dif-57

ferent inter-vehicle distances. In this scenario, a congestion58

control protocol would require the reduction of the transmis-59

sion power and packet frequency to control the channel load,60

while an awareness control protocol would seek to increase61

the transmission parameters of vehicles under free-flow con-62

ditions due to their higher applications’ requirements. In this63

context, an independent design (and disjoint operation) of64

congestion and awareness control techniques could create65

contradictory settings or conflicts that need to be solved [6].66

To this aim, this paper proposes and evaluates INTERN (IN-67

TEgRatioN of congestion and awareness control), a new con-68

trol protocol that integrates congestion and awareness con-69

trol processes. INTERN dynamically adapts the transmission70

frequency and power of beacons of each vehicle to guarantee71

that its application’s requirements are satisfied while con-72

trolling the channel load generated.73

2. State of the art74

To effectively support vehicular safety applications, each75

vehicle needs to continuously receive updated information76

from its relevant neighboring vehicles. To this aim, differ-77

ent awareness control protocols that adapt the transmission78

parameters of beacons have been proposed in the litera-79

ture [6]. For example, the work in [8] proposes OPRAM, an80

awareness control protocol that adapts each vehicle’s trans-81

mission parameters to reliably and efficiently exchange a82

message before reaching a critical safety area such as an83

intersection. The work in [9] proposes an awareness control 84

strategy based on the random adaptation of the transmission 85

power and a control process that adapts the packet trans- 86

mission frequency. The random adaptation of the power pro- 87

vides different reliability levels at different distances, while 88

mitigating correlated packet collisions by randomizing them 89

in space. The packet transmission frequency adaptation can 90

reuse freed channel resources by further increasing the bea- 91

con frequency. The protocol proposed in [10] dynamically se- 92

lects the power and data rate required to successfully trans- 93

mit a packet to a given vehicle, based on estimations of the 94

average signal attenuation using previously received bea- 95

cons. In other studies such as [11], the packet transmission 96

frequency is adapted to bind the tracking errors of surround- 97

ing vehicles. Considering multi-hop beaconing, the work 98

in [12] proposes a fully distributed algorithm that decides 99

whether a vehicle has to forward a received beacon or not. 100

Such decision is taken by the vehicle itself and its objective is 101

to maximize the reliability of the beacon transmission. How- 102

ever, other studies such as [13] demonstrated that single- 103

hop beaconing is in general more efficient than multi-hop 104

beaconing. 105

The periodic transmission of beacons occupies a signif- 106

icant portion of the control channel, which can easily get 107

congested. Different congestion control protocols have been 108

proposed in the literature to control the channel load by 109

adapting the transmission parameters of beacons. Two of the 110

most relevant congestion protocols available in the literature 111

are LIMERIC [14] and PULSAR [15]. Both protocols propose 112

the adaptation of the packet transmission frequency based 113

on the experienced channel load, and set the transmission 114

power to a fixed value. Both protocols are able to maintain 115

the channel load below certain target threshold indepen- 116

dently of the vehicular traffic density. LIMERIC and PULSAR 117

are currently being discussed at ETSI’s Technical Committee 118

on ITS to be part of the DCC set of standards [16,17]. Other 119

congestion control approaches are also available in the liter- 120

ature. For example, the proposal in [18] computes the trans- 121

mission power of each vehicle based on the number of de- 122

tected neighboring vehicles and other metrics such as the es- 123

timated carrier sensing range. The objective of the protocol 124

proposed in [19] is the efficient transmission of beacons as 125

frequently as possible, while maintaining a congestion-free 126

wireless channel. To this aim, in [19] the packet transmission 127

frequency is adapted by taking into account the channel qual- 128

ity (estimated based on observed packet collisions, Signal- 129

to-Noise ratio and number of neighboring vehicles) and the 130

message utility. The work in [20] recently proposed the adap- 131

tation of the packet transmission frequency as a function of 132

the channel load experienced, the target channel load and 133

the number of neighboring vehicles. Other protocols such as 134

the one proposed in [21] consider the adaptation of the con- 135

tention window size of IEEE 802.11p. In particular, the work 136

in [21] proposes the adaptation of the minimum contention 137

window size based on local transmission statistics that es- 138

timate the channel load and differentiating traffic priorities. 139

Other congestion control protocols propose sensing the wire- 140

less channel and reducing the transmission power when a 141

channel load threshold is exceeded [22], or when the num- 142

ber of messages in the MAC queue is above certain maximum 143

level [23]. 144
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