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Highlights

• This paper proposes a novel deep neural network-based biometric hashing
framework;

• It offers strong resistance to both conventional ciphertext-only attacks and
recent similarity-based attacks;

• We analyze why existing biometric hashing models are vulnerable to similarity-
based attack;

• Our work suggests new definition of non-invertibility in biometric hashing.

1



Download	English	Version:

https://daneshyari.com/en/article/11032449

Download	Persian	Version:

https://daneshyari.com/article/11032449

Daneshyari.com

https://daneshyari.com/en/article/11032449
https://daneshyari.com/article/11032449
https://daneshyari.com/

