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a b s t r a c t

An important task in big data integration is to derive accurate data records from noisy and conflicting
values collected from multiple sources. Most existing truth finding methods assume that the reliability
is consistent on the whole data set, ignoring the fact that different attributes, objects and object groups
may have different reliabilities even wrt the same source. These reliability differences are caused
by the hardness differences in obtaining attribute values, non-uniform updates to objects and the
differences in group privileges. This paper addresses the problem how to compute truths by effectively
estimating the reliabilities of attributes, objects and object groups in a multi-source heterogeneous data
environment. We first propose an optimization framework TFAR, its implementation and Lagrangian
duality solution for Truth Finding by Attribute Reliability estimation. We then present a Bayesian
probabilistic graphical model TFOR and an inference algorithm applying Collapsed Gibbs Sampling
for Truth Finding by Object Reliability estimation. Finally we give an optimization framework TFGR
and its implementation for Truth Finding by Group Reliability estimation. All these models lead to a
more accurate estimation of the respective attribute, object and object group reliabilities, which in
turn can achieve a better accuracy in inferring the truths. Experimental results on both real data and
synthetic data show that our methods have better performance than the state-of-art truth discovery
methods.

© 2019 Elsevier B.V. All rights reserved.

1. Introduction

With the rapid developments of big data and smart city, the
need to integrate the true values on heterogeneous data ob-
served from multiple sources together is becoming an urgent
task because of the increasing unreliability in object data and
observation sources. Reliability inconsistency exists widely in dif-
ferent levels and dimensions. First, apparently observations from
different sources for an object may differ from each other due
to the differences in data capture ability of the sources, resulting
in a many-to-many relationship among Source-Value-Object as
illustrated in Fig. 1. Moreover, reliabilities of different attributes
of an object set wrt the same source may also be different because
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of the observation hardness differences of the attributes wrt the
source (e.g. an RFID reader may have 0.99 reliability for bar-
code but only 0.1 for TID). Similarly in an orthogonal dimension,
different objects (records) may also carry different reliabilities
wrt the same source because of their differences in data entry
and maintenance (e.g. the records updated frequently may have
a higher reliability than those updated infrequently). Finally, we
also observe that object reliability is consistent within a group if
we divide objects into groups such that all objects in the same
group have the same reliability. Examples of group reliability
includes privilege groups for online services and user groups in
social networks. These reliability inconsistencies will result in
source data conflicts and increase the hardness for obtaining the
truths for objects.

For truth finding from conflicting data, most existing meth-
ods [1–3] based on majority voting and mean computation for
categorical and continuous data respectively took no considera-
tion of source reliabilities and unrealistically treated all observa-
tions from all sources equally. Voting selects the majority claims
among all the observations as the truth, while mean computation
takes the mean of all observations as the truth.

When taking into account of source reliabilities, different truth
discovery methods have been proposed [4–9], all aimed to utilize
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Fig. 1. The many-to-many relationship among sources, objects and values.

Table 1
Quiz answers of Susan, Mike and Leo.
Object Digital analysis Logical A Material A

(a) Susan database

Question 1 8 B picture11
Question 2 12 B picture12
Question 3 14 A picture13

(b) Mike database

Question 1 9 A picture21
Question 2 12 B picture22
Question 3 13 C picture23

(c) Leo database

Question 1 8 A picture31
Question 2 12 C picture32
Question 3 11 C picture33

Table 2
Ground truth of Quiz.
Object Digital analysis Logical A Material A

Question 1 8 C picture1
Question 2 14 B picture2
Question 3 11 A picture3

some sort of specifications about the sources and applied the
same basic heuristic idea: a claim is likely to be true if it is
provided by trustworthy sources (especially if by many of them)
and a source is trustworthy if most its claims are true. Based
on this idea, most methods attempted to assign larger weight
to reliable sources as they are more important when inferring
the truths. These methods however applied the same source
reliability to all attributes for each source and are hence unable
to distinguish the quality of observations to different attributes
from the same source.

We use an example in Table 1 Quiz answers to explain these
concepts. In the data sources shown in Table 1, if we only deal
with concrete and continuous data types, the Material attribute
cannot be processed. If we use the source reliability, the reliability
degrees of Source 1 (Susan database) and Source 3 (Leo database)
are approximate. Nevertheless, Source 1 is more accurate in Logical
Analysis attribute and Source 3 is more accurate in Digital Analysis
attribute. The answers to Question 3 in Digital Analysis are different
from each other, which increases the hardness to get the truth. So
the attributes that get answers for harder questions should have a
higher reliability and for easier questions a lower reliability wrt the
ground truth in Table 2.

Existing methods ignored the fact that the same source’s relia-
bility may vary significantly among different attributes or objects
(records). This motivates our work of this paper to investigate
more effective methods for truth finding by reliability estima-
tion on heterogeneous data. We first propose an optimization
model TFAR, Truth Finding by Attribute Reliability estimation, to
infer the truths by estimating the reliabilities of heterogeneous

attributes, and the hardness of attribute observation. We obtain
a solution for computing an optimal attribute weight (reliabil-
ity) assignment that minimizes the total deviation between the
truths and the observed values. Then we propose a Truth Finding
by Object Reliability estimation model (TFOR) using a Bayesian
probabilistic graphical model to infer the object reliabilities and
truths. We formulate the derivation of the model’s parameters as
a Maximum Likelihood Estimation problem and apply Collapsed
Gibbs Sampling to jointly infer the object reliabilities and truths.
Finally we propose another optimization model TFGR for Truth
Finding by Group Reliability Estimation to detect trustworthy
claims from conflicting observations by estimating the (object)
group reliability for the given group properties. We obtain its
solution by minimizing the overall weighted deviation between
inferred truths in the ith time (iteration of the deductive pro-
cedure) and the source observations to find the final truths. The
above three models achieve a more accurate fine-grained source
reliability estimation on attributes, objects and object groups
respectively.

In our experimental evaluation, we show that our meth-
ods outperform the state-of-the-art truth-finding baselines that
considered neither attribute reliability differences among all at-
tributes nor object reliability differences among different objects
for a source.

The main contributions of this paper are the proposed three
mathematical models with their detailed implementation algo-
rithms and solutions to solve the reliability conflict resolution
problem for truth finding at attribute, object and object group
three levels respectively, as summarized below:

• We propose a general optimization framework for truth
finding on inconsistent attribute reliabilities by taking at-
tribute weights and fact hardness into consideration.
• We propose a probabilistic graphical model for truth finding

on inconsistent object reliabilities by incorporating quality
measurement into object reliability.
• We propose a general optimization framework for truth

finding on inconsistent object group reliabilities by itera-
tively updating group weights.
• We empirically show that our models outperform the ex-

isting methods for conflict resolution with three real-world
datasets, which demonstrates the importance of taking into
consideration reliability differences among attributes, ob-
jects and object groups for truth finding on heterogeneous
data.

The reminder of this paper is organized as follows: In Section 2
we review the related work. Our proposed models and algorithms
are introduced in Section 3, Sections 4 and 5. Section 6 presents
the evaluation results. Section 7 concludes the paper.

2. Related work

The truth finding (conflict resolution) problem was first stud-
ied by Yin et al. [10] who proposed a TRUTHFINDER method
to iteratively infer the truth values and source quality, and it
has now been extensively studied. Existing work can be classi-
fied according to the specifications used to measure the source
reliability.

Data source specification. The source selection problem iden-
tifies the subset of sources that maximizes the profit from inte-
gration. Rekatsinas et al defined a set of time-dependent metrics
to characterize the quality of integrated data [11]. Dong et al.
proposed an approaches of applying Bayesian analysis to decide
dependence between sources [12] and select a subset of sources
before integration to balance the quality of integrated data and
integrated cost [13]. Li et al. studied the long-tail phenomenon
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