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a b s t r a c t

Distinct social networks are interconnected via membership overlap, which plays a key role
when crossing information is investigated in the context of multiple-social-network
analysis. Unfortunately, users do not always make their membership to two distinct social
networks explicit, by specifying the so-called me edge (practically, corresponding to a link
between the two accounts), thus missing a potentially very useful information. As a
consequence, discovering missing me edges is an important problem to address in this con-
text with potential powerful applications. In this paper, we propose a common-neighbor
approach to detecting missing me edges, which returns good results in real-life
settings. Indeed, an experimental campaign shows both that the state-of-the-art
common-neighbor approaches cannot be effectively applied to our problem and, con-
versely, that our approach returns precise and complete results.

� 2015 Elsevier Inc. All rights reserved.

1. Introduction

In recent years, (on-line) social networks have been showing a rapid development growth becoming probably the main
actor of the Web 2.0. The rapid and revolutionary diffusion of social networks among all segments of the population has
attracted the interest of researchers from several fields of computer science, such as digital forensics [40,24], user behavior
[6], trust and reputation [26], steganography [25,28], also for the applications that the analysis of involved data can enable
[61,22,13,38,14,12]. In this landscape, Social Network Analysis and Social Network Mining have assumed an important role
because both the large volume of data and their graph-based organization have enforced the development of specific models
and methods allowing the study of social-network data to discover knowledge from them. Clearly, the graph-based data
schema gives a great information power to links among data, because it allows people profiles, resources, activities, and
so on, to be directly (and indirectly) related. The crucial role of relationships in the expression of an individual’s personality
and social identity, traditionally recognized by social sciences, is even strengthened in the field of virtual societies, in which
relationship links are the main form of expression of participation of individuals to the community. To make more challeng-
ing the analysis of this reality, consider that the reference scenario does not consist of a single, isolated, independent social
network, but is a constellation of social networks, each forming a community with specific connotations, but strongly inter-
connected with each other. It is a matter of fact that, despite the inherent underlying heterogeneity, the interaction among
distinct social networks is the basis of a new emergent internetworking scenario enabling a lot of strategic applications,
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whose main strength will be just the integration of possibly different communities yet preserving their diversity and auton-
omy. Clearly, social mining and analysis approaches may strongly rely on this huge multi-network source of information,
which reflects multiple aspects of people personal life, thus enabling a lot of powerful discovering activities.

From this perspective, links among different social networks assume a fundamental role. They connect the same user on
two different social networks who thus assumes the role of passing point of information from one social network the other.
For this reason, we call this user i-bridge.1 The link derives from the explicit user’s declaration (sometimes supported and
encouraged by specific tools) consisting in the insertion of me edges [1]. Unfortunately, for disparate reasons, users do not
always make their membership to two distinct social networks explicit, by specifying the so-called me edge (practically corre-
sponding to a link between the two accounts), thus missing a potentially very useful information. As a consequence, in the over-
all underlying (social internetworking) graph a big number of missed me edges exists, whose discovery represents a very
important issue. In other words, an interesting problem of missing link detection arises, which partially overlaps with a link
prediction issue, because we may expect that a portion of missing me edges will be inserted in a next stage in the graph.

In this paper, we deal with the above problem by proposing an effective solution experimentally tested in a real-life Social
Internetworking Scenario (SIS, for short) [15]. To the best of our knowledge, the problem of detecting me edges has not been
investigated in the literature, but the approach we adopt in this work, which exploits a recursive notion of common-neighbor
similarity, suggested us to prior verify whether common-neighbor approaches for link prediction [47] can be directly applied
to our problem. The answer to this question was definitely negative, as intuitively explained in Section 2 and experimentally
confirmed in Section 6, thus motivating our work. Our solution is based on a notion of node similarity, whose usage allows us
to detect whether a suitable threshold is exceeded and then a missing me edge between two nodes is detected. The similarity
between two nodes is obtained by combining two contributions: a string similarity between the associated usernames, and a
contribution based on a suitable recursive notion of common-neighbor similarity. The neighborhood similarity allows these
errors to be detected and avoided. As a consequence, it is important to clarify that the problem we are addressing does not
deal with the case in which a user with membership overlap between two social networks chooses the corresponding
account names very different from each other. It is worth noting that, under this case, often falls the situation in which a
user voluntarily keeps the two accounts separated in their respective social networks and thus avoid also to have common
friends. Therefore, also neighborhood similarity fails.

The plan of this paper is as follows: in the next section, we examine related literature. In Section 3, we present our recur-
sive notion of similarity. On the basis of this notion, we design the method we use to detect missing me edges. This is
described in Section 4. In Section 5, we determine the computational complexity of our approach. In Section 6, we illustrate
the experiments we have carried out to verify the performances of our technique. Finally, in Section 7, we draw our conclu-
sions and sketch possible future evolutions of our research.

2. Related work

In this section, we survey the literature related to the topics addressed in this paper. It is discussed subdivided into three
categories, one for each subsection.

2.1. Identifying users on the Web

The detection of me edges in a SIS can be seen as a special case of the problem of identifying users on the Web. As a matter
of fact, it allows the features of i-bridge users to be detected. Identifying users on the Web has received a great attention in
several application scenarios, such as personalization. A lot of work is devoted to verify whether user profile information can
be sufficient to address this problem. In [23] the authors define and implement a framework that provides a common base
for user identification for cross-system personalization among Web-based user-adaptive systems. The corresponding user
identification algorithm combines a set of identification properties, such as username, name, location or email address,
and classifies a user as identified if such a combination exceeds a suitable threshold. In [42], a technique based on user pro-
files for identifying users across social systems is proposed. This technique has been successfully validated on three social
tagging networks (Flickr, Delicious and StumbleUpon). The limit of this technique is that only few users make their profile
available in social tagging platforms. A method to identify users on the basis of profile matching is proposed in [60]. In this
paper, data from two popular social networks are used to evaluate the importance of fields in the Web profile and to develop
a profile comparison tool. The authors of [64] provide evidence on the existence of mappings among usernames across dif-
ferent communities. Starting from the observation of the data in BlogCatalog, they infer 7 hypotheses on the relationships
among the usernames selected by a single person in different communities. On the basis of such hypotheses, they propose
an approach that, given a username u in a source community and a target community c, generates a set of candidate user-
names in c corresponding to u. The approach first generates a set of usernames from u by adding and removing suitable pre-
fixes and suffixes. Then, it exploits a Web search on Google aimed at checking for the existence of each candidate username
in such a way as to reduce the returned set of usernames.

1 The prefix ‘‘i-’’ stands for ‘‘internetworking’’ and is used to avoid ambiguity with the classic notion of ‘‘bridge’’ [33]. Observe that an i-bridge is a node,
whereas a (classic) bridge is an edge.

F. Buccafurri et al. / Information Sciences 319 (2015) 18–37 19



Download English Version:

https://daneshyari.com/en/article/392981

Download Persian Version:

https://daneshyari.com/article/392981

Daneshyari.com

https://daneshyari.com/en/article/392981
https://daneshyari.com/article/392981
https://daneshyari.com

