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a b s t r a c t

Energy efficiency is one of the main challenges of Machine-to-Machine (M2M) networks,
since they aim at connecting devices with limited access to power sources and operate
without human intervention. It has been shown in the past that the use of short-range
cooperation between wireless devices equipped with multiple Radio Access Technologies
(RATs) can achieve energy savings and extend the lifetime of cellular wireless networks.
Devices with cellular connectivity can become temporary gateways to provide energy-con-
strained devices within the short-range cluster with access to the long range cellular infra-
structure. To this end, the devices need to discover their neighbours using their short-range
radio interface to identify and select potential gateway candidates. Existing neighbour dis-
covery mechanisms perform poorly in terms of delay and energy consumption to maintain,
continuously at each device, complete neighbourhood information, and thus may not be
suitable for energy-constrained M2M networks. In this paper, we focus on distributed
neighbour discovery mechanisms that are initiated dynamically and spontaneously by a
single device to discover only its single-hop neighbours. We formulate accurate delay
and energy models of three discovery mechanisms based on frame slotted-ALOHA and con-
tention tree algorithms, and compare their performance in terms of delay and energy
consumption.

� 2013 Elsevier B.V. All rights reserved.

1. Introduction

Once deployed, a Machine to Machine (M2M) network
must operate autonomously for years or even decades
without human intervention. To this end, energy efficiency
is a must in the design of such communication networks. It
has been shown in the past that the cooperation between
long-range and short-range communication interfaces
can help to improve the energy efficiency of communica-
tions [1]. In this paper, we consider the situation where
some devices are equipped with two radio interfaces
(one for cellular networks and another for short-range net-
works) and can cooperate with close neighbours in the

short-range by acting as dynamic gateways and provide
them with cellular connectivity. This is aligned with the
hybrid M2M architecture envisioned by ETSI, where Local
Area M2M Networks will cooperate with wide-area net-
works through the use of M2M Gateways to provide ubiq-
uitous coverage to M2M devices [2,3]. In this paper, we
focus on the challenge that arises when a single short-
range radio device needs cellular connectivity and needs
to discover the neighbour devices in its single-hop range
that can act as M2M gateway.

There are a large number of neighbour discovery mech-
anisms [4–10] which aim at maintaining continuously and
locally at each device the complete information of its
single-hop neighbourhood. This information typically in-
cludes a list of the identifiers of all the devices and a
measure of the channel conditions of the device-to-device
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radio links. However, these mechanisms are inefficient in
terms of delay and energy consumption due to the follow-
ing facts:

(1) All the devices in the network have to transmit their
identification repeatedly until the discovery process
terminates.

(2) The devices have to switch between ‘transmission’
and ‘listening’ modes so that each device can hear
every neighbour for at least once.

(3) The process has to be executed periodically in order
to adapt to the network topology changes caused by
devices’ mobility and failure.

(4) In most cases, the devices need an estimation of the
size of the neighbourhood so that each device can
determine when to terminate the process.

Therefore, conventional neighbour discovery mecha-
nisms may not be optimal for delay- and energy-con-
strained M2M networks. This is the main motivation for
the work presented in this paper, where we focus on dis-
tributed neighbour discovery mechanisms that are initiated
by a single device to identify only those neighbours within
its transmission range using the short-range radio inter-
face. The discovery process is executed dynamically and
spontaneously in a distributed manner. This approach is
similar to Radio Frequency Identification (RFID) [12], where
a reader transmits requests to the tags and they respond
with their identification. Since the number of devices can
be large, a Medium Access Control (MAC) protocol is
needed to resolve the contention between devices that
may transmit simultaneously. Two types of MAC protocols
are typically implemented in RFID applications: (i) based on
frame slotted (FS)-ALOHA, and (ii) based on tree-splitting,
i.e., contention tree algorithm [20], that organise the tags
into smaller sub-groups to reduce the number of collisions.

As discussed in more details later in Section 2, previous
works in RFID mainly focus on the minimization of the de-
lay to identify the full set of tags, but do not describe how
to minimize the energy consumed by the reader and the
tags during the identification process. In addition, existing
delay and energy models in RFID contain several simplifi-
cations which make them not adequate for M2M wireless
networks; e.g., the authors consider only the energy con-
sumed by the tags in transmission, but neither in reception
nor in sleep states.

In this paper, we aim to fill this gap with two main
contributions:

(1) We formulate accurate delay and energy models for
three distributed neighbour discovery mechanisms
based on: (i) two variants of FS-ALOHA and (ii) a
contention tree algorithm. A preliminary description
of the energy model for the FS-ALOHA algorithms
was already presented in [11].

(2) We perform extensive evaluation in order to com-
pare the performance of these mechanisms and
determine how to minimize the delay and energy
consumption. For this purpose, we consider radio
transceivers in compliance with the IEEE 802.15.4
standard [27].

The remainder of this paper is organised as follows. In
Section 2, we describe the related work to motivate the
contribution presented in this paper. In Section 3, we pres-
ent the system model and the distributed neighbour dis-
covery mechanisms based on FS-ALOHA and the
contention tree algorithm. In Section 4 and Section 5, we
present the probabilistic analysis of FS-ALOHA and the
contention tree algorithm, respectively. Section 6 is de-
voted to the formulation of the delay and energy models.
In Section 7, we validate the models through computer
simulation and discuss the results. Finally, Section 8 con-
cludes the paper.

2. Related work

In this section, we describe the related work for the two
categories of MAC protocols typically used in RFID systems.

2.1. Frame slotted-ALOHA

In FS-ALOHA [13], each request for identification is fol-
lowed by a time frame divided into slots. Each tag chooses
one of the slots of the frame randomly in order to transmit
its identification. The process is repeated, frame after
frame, until the reader has decoded the identification of
all the tags. A number of research works in RFID have ana-
lysed the performance of FS-ALOHA in terms of average de-
lay and energy consumption.

Regarding performance in terms of delay, the work in
[14] has computed the optimal frame length (i.e., the num-
ber of access slots per frame), for different numbers of tags,
that reduces the number of frames required to identify all
the tags. This work assumes that the number of contending
tags is known a priori and is constant during the identifica-
tion process. The number of frames needed to identify all
the tags has been calculated only with computer-based
simulations using the estimated optimal frame length.
The results show that average number of frames, i.e., the
average delay, increases exponentially with the number
of tags.

Assuming that the number of tags cannot be known a
priori, the algorithms proposed in [15,16] estimate the
number of tags contending in a frame in order to select
the optimal frame length to be used in subsequent frames.

While the works described before use a constant num-
ber of tags contending in all the frames, the work in [17]
considers that the already identified tags withdraw from
contention in the following frames. The authors in [17]
have estimated the average number of frames required to
identify a full set of tags using different frame lengths.
The results show that with a given frame length, the num-
ber of frames to solve the contention increases exponen-
tially with the number of tags. However, they do not
determine if there exists an optimal frame length that
may minimize the delay of the discovery process.

In terms of energy consumption, the works in [18,19]
compare the energy consumed by the tags and the reader
using several variants of FS-ALOHA. The results show that,
as in the case of the average delay, using a fixed frame
length the energy consumption in FS-ALOHA grows
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