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a b s t r a c t

We consider a growing research trend of using personal mobile devices for forwarding opportunistic network

data. Because personal device storage is meant to support user applications, opportunistic networks must use

it in a manner that remains completely transparent to the user. One way to make a device’s storage use trans-

parent is to allow priority access to the storage to user applications, even if the storage is currently occupied

by network data yet to be forwarded. This means that data given to a device waiting to be forwarded can

be overwritten by application data and may, thus, be lost. In this paper we consider random access memory

(RAM) as the primary storage location in a mobile device. We propose three algorithms of different sophis-

tications to answer the question of how much data should be moved when a contact opportunity arises

between two devices in such a way to first maximise the data transferred while minimising the probability

that this data will be overwritten when applications claim priority access. We collect 33 h of high-resolution

RAM usage traces of two real smartphones over a 3-day period under a variety of usage scenarios to evaluate

and compare the performances of the proposed algorithms. Surprisingly, we find that autoregression fore-

casting of RAM usage cannot outperform the simplest algorithm that greedily occupies all of the RAM that

is found unused at the time of contact. We show that Bayesian inference is very effective in minimising the

risk of data loss in such uncertain environments and significantly outperforms the greedy approach as well

as autoregression forecasting.

© 2015 Elsevier B.V. All rights reserved.

1. Introduction

Networks using opportunistic communication (also known as

Delay or Disruption Tolerant Networks) are typically made up of mo-

bile devices that are intermittently connected to each other [1]. Data

in such networks is moved along from one node to another as nodes

make contact. Receiving nodes that are not the data destinations will

store, carry, and forward [2] the data until a contact is made with an-

other node. A variety of routing protocols [3,4] have been proposed

to determine the best sequence of contacts to use in such networks.

An important common feature of all these protocols is the re-

quirement for intermediate nodes to store the data, potentially while
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the node is moving until it can be forwarded to another node.

Surprisingly there is little in the research literature to discuss where

this data needs to be stored and what the implications of using such

storage are on the performance of opportunistic networks. We first

note that there are primarily two types of intermediate nodes when

opportunistic communication is used. Some nodes can be consid-

ered as infrastructure nodes that have been tasked with moving the

data along. Examples include message ferries [5], data mules [6],

and throwboxes [7]. In this case such nodes can be provisioned with

memory that can be used exclusively to store data as it is carried and

before it is forwarded.

In other systems, [8] user devices (such as smartphones and

tablets) act as intermediate nodes. In such cases, the device’s own

memory can be used to store data until it can be forwarded. Random

access memory (RAM), internal memory, and external memory (e.g.,

SD card) are possible memory options. Opportunistic networks re-

quire high throughput during contact opportunities in order to en-

able the transfer of significant amounts of data during even short

contacts. Of the three types of memory available on a device, DRAM-

based RAM technology provides the highest throughput [9–11]. Also
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the cost of RAM has fallen drastically in recent years fuelling large

RAM capacity in smartphones. While early smartphones could barely

store more than a few kilo bytes in RAM, today’s smartphones are

shipped with at least 1 GB of RAM. Mobile social networking, con-

tent sharing, social discovery, pervasive and urban sensing and op-

portunistic computing are the most relevant applications which em-

ploy smart phone memory [12]. We will show in this paper that even

when such applications are deployed, a mobile phone’s RAM is typ-

ically underutilised, thus allowing this available capacity to be used

as storage in support of opportunistic communication.

Unfortunately, a major issue arises from the fact that the smart-

phones are personal devices. As such, the phone storage is primarily

dedicated to serve user applications. If operators wish to use this re-

source opportunistically, they must do so in a manner that remains

completely transparent to the user. This raises a new challenge in op-

portunistic use of phone storage that has not been addressed before

in the opportunistic communication literature.

One way to make a device’s RAM use transparent is to allow ap-

plications priority access to the memory, even if the memory is cur-

rently occupied by data yet to be forwarded. This means that data

given to a device waiting to be forwarded can be overwritten by ap-

plication data and may, thus, be lost. In this paper we consider the

question of how much data should be moved when a contact oppor-

tunity arises between two devices in such a way to first maximise the

data transferred while minimising the probability that this data will

be overwritten when applications claim priority access over a mobile

device’s memory.

To motivate the problem further, we collected and analysed a trace

of available smartphone memory (RAM) from a user over three days

(see Fig. 1(a)). As we can see, the unused memory can be very dy-

namic and vary significantly over a short span of time. For example,

at about the 7900th sample, we observe 800 MB of unused RAM, but

it drops to only 300 MB during the next few minutes. If a node came

in contact with this phone at the 7900th and forwarded 800 MB of

data, the phone would have to wipe out 500 MB of that data to make

room for user applications. This highlights the risks involved in using

smartphone memory for carrying opportunistic data.

The decision making can be considered as a dilemma between the

utilisation of the unused memory and the reliability of data transport.

If too much of the unused memory is utilised, there may be excessive

data loss due to memory reclaim by the user. On the other hand, if low

data loss is desired, unused memory may not be exploited efficiently.

In this paper, we propose three decision making algorithms of differ-

ent sophistication to answer the question of how much data should

be moved when a contact opportunity arises between two devices in

such a way to first maximise the data transferred while minimising

the probability that this data will be overwritten when applications

claim priority access. The first algorithm is the simplest algorithm

that greedily occupies all of the RAM that it finds unused at the time

of contact. The second is more sophisticated and uses autoregression

forecasting to predict the minimum amount of memory that will still

be available until the data is forwarded to the destination. In the third,

we propose the use of Bayesian Decision Theory to minimise the risk

of data loss using knowledge from past observations.

Using 33 h of high-resolution RAM usage traces of two real smart-

phones over a 3-day period under a variety of usage scenarios, we

evaluate and compare the performance of the proposed algorithms.

Surprisingly, we find that autoregression forecasting of RAM usage

cannot outperform the simplest algorithm that greedily occupies all

of the RAM that is found unused at the time of contact. We show

that Bayesian inference is very effective in minimising the risk of data

loss in such uncertain environments and significantly outperforms

the greedy approach as well as autoregression forecasting.

The rest of the paper is organised as follows. The decision frame-

work is defined in Section 2. We present the three decision algo-

rithms in Section 3. Data collection and performance evaluation are

presented in Section 4. Related work is discussed in Section 5.

Section 6 concludes the paper.

2. Decision framework

In this section, we present a framework to define the decision that

a node with data to be forwarded has to make when it comes in con-

tact with a mobile phone. The aim of the forwarding node is to decide

how much data to be offloaded to the mobile phone to carry. We as-

sume that the smartphone receiving the data will carry it for a tran-

sit period before forwarding it along the next hop. We will consider

the available memory as an integral multiple of a base chunk size B

megabytes. We use the following notations:

• C: memory capacity of the phone (it has a total C × B megabytes

capacity)

• k: amount of memory not used by user applications (available

memory) at time of contact; 0 ≤ k ≤ C

• j: minimum amount of available memory during the entire transit

period; 0 ≤ j ≤ C

• i: amount of data the node decides to transfer to the phone; 0 ≤
i ≤ k

The decision framework needs to consider the tradeoff between

two types of losses: data losses (LD) and opportunity losses (LO). Data

losses occur when the exploited unused memory to carry data is re-

claimed by the user. In general, data losses have a higher chance of

occurring if the source node offloads a higher amount of data to the

phone. On the other hand, opportunity losses occur when there is

available memory in the phone but the source does not make use of

this unused memory. This tends to occur when too little data is of-

floaded to the phone. Note that although it is possible that new mem-

ory becomes available after the mobile phone has left the source lo-

cation on the way to the destination location, we do not consider this

as opportunity loss because there is no way that this memory could

be used in the first place. Both losses are undesirable; the data loss

decreases the reliability and retransmission of lost data is a waste of

communication resource. On the other hand opportunity loss reduces

the opportunistic network capacity. Given the tension between these

two losses, the decision framework must find a way to balance be-

tween them.

Choosing i is the decision that will influence the opportunity loss

and the data loss. Given i, j, and k, we have the following three cases:

• i = min(k, j): LO = 0; LD = 0

• i < min(k, j): LO = min(k, j) − i; LD = 0

• i > min(k, j): LO = 0; LD = i − min(k, j)

A good decision is one that minimises both losses, i.e., achieves

good throughput (low opportunity loss) with minimum data loss. In

the following section, we propose and discuss three different decision

algorithms with contrasting features and properties.

3. Decision algorithms

In this section, we define three different decision algorithms,

Greedy, Autoregression, and Bayesian. We also consider an Oracle al-

gorithm to explain the best possible outcome that could be achieved

with any decision making.

3.1. Oracle

This is the ideal decision with i = j. As such, there is no opportu-

nity loss and no data loss. To make such decisions, the source node

has to have the perfect knowledge of the minimum amount of mem-

ory that will remain available throughout the journey, i.e., it needs to

know j exactly. Clearly, this is not achievable, but it serves as a bench-

mark to compare different approaches.
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