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a b s t r a c t

The design of sustainable wireless sensor networks (WSNs) is a very challenging issue. On
the one hand, energy-constrained sensors are expected to run autonomously for long peri-
ods. However, it may be cost-prohibitive to replace exhausted batteries or even impossible
in hostile environments. On the other hand, unlike other networks, WSNs are designed for
specific applications which range from small-size healthcare surveillance systems to large-
scale environmental monitoring. Thus, any WSN deployment has to satisfy a set of require-
ments that differs from one application to another. In this context, a host of research work
has been conducted in order to propose a wide range of solutions to the energy-saving
problem. This research covers several areas going from physical layer optimisation to net-
work layer solutions. Therefore, it is not easy for the WSN designer to select the efficient
solutions that should be considered in the design of application-specific WSN architecture.

We present a top-down survey of the trade-offs between application requirements and
lifetime extension that arise when designing wireless sensor networks. We first identify
the main categories of applications and their specific requirements. Then we present a
new classification of energy-conservation schemes found in the recent literature, followed
by a systematic discussion as to how these schemes conflict with the specific requirements.
Finally, we survey the techniques applied in WSNs to achieve trade-off between multiple
requirements, such as multi-objective optimisation.

� 2014 Elsevier B.V. All rights reserved.

1. Introduction

There is abundant literature relating to energy-saving in
WSNs as numerous methods have been proposed in the
last few years, and there is still much ongoing research
on how to optimise power usage in battery-limited sensor
networks. However, none of the proposed solutions is
universally applicable. For example, if safety applications
require fast and timely responsiveness, this is not the case
for other applications, such as in agriculture where the

delay property is not as important. We believe that WSN
energy-saving problems should be tackled by taking into
consideration application requirements in a more system-
atic manner.

In [1], Yick et al. provide a general survey of wireless
sensor networks. This study reviews sensor platforms
and operating systems, network services issues and com-
munication protocol challenges, but it does not addresses
the energy issues. In [2], Anastasi et al. present a valuable
taxonomy of energy-conservation schemes. However, the
authors mainly focus on duty cycling and data-reduction
approaches. There also exist several technique-specific sur-
veys that concentrate on only one energy-efficient mecha-
nism (like energy-efficient routing protocols, data
aggregation techniques, energy harvesting approaches
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[3–5]) since every category of solution often represents a
whole research area in itself.

Our aim is to provide WSN designers with a top-down
survey that offers a holistic view of energy-saving solu-
tions while taking into consideration the specific require-
ments of the applications. In this paper, we propose a
new classification of energy-efficient mechanisms which
integrates the most recent techniques and up-to-date ref-
erences. Moreover, we give particular attention to the
design of energy-efficient sensor networks that satisfy
application requirements. Our study is original in that we
focus on the trade-offs between meeting specifications
and sustainability that necessarily arise when designing a
WSN. We thus discuss mechanisms that enable a satisfac-
tory trade-off between multiple requirements to be
achieved. To the best of our knowledge, this is the first
time that this approach has been taken.

The rest of this paper is organised as follows. In the next
section, we present the main categories of applications we
have identified and their respective requirements. Then, in
Section 3, we discuss existing standards for low-power
wireless sensor networks and show that current standards
cannot respond to all application needs. In Section 4, we
give an overview of the major energy-saving mechanisms
developed so far and discuss their advantages and short-
comings regarding the set of identified requirements. In
Section 5, we review techniques proposed in the literature
to achieve a trade-off between multiple requirements,
including network lifetime maximisation. Finally, Section 6
concludes this paper.

2. WSN applications and their requirements

In this section, we propose a taxonomy of WSN applica-
tions, given in Fig. 1, and we summarise in Table 1 the spe-
cific requirements of each described application.

2.1. Healthcare

Wireless sensor networks used in healthcare systems
have received significant attention from the research com-
munity, and the corresponding applications are surveyed

in [6–8]. We identify two types of healthcare-oriented sys-
tems, namely, vital status monitoring and remote healthcare
surveillance.

In vital status monitoring applications, patients wear
sensors that supervise their vital parameters in order to
identify emergency situations and allow caregivers to
respond effectively. Applications include mass-casualty
disaster monitoring [9], vital sign monitoring in hospitals
[10], and sudden fall or epilepsy seizure detection [11].

Remote healthcare surveillance concerns care services
that are not vital and for which the constant presence of
a healthcare professional is not necessary. For example,
as illustrated in Fig. 2, body sensors can be used to gather
clinically relevant information for rehabilitation supervi-
sion [12], elderly monitoring [13] or to provide support
to a physically impaired person [14].

WSNs used in healthcare must meet several require-
ments. In particular, they have to guarantee hard real-
time data delivery delays, confidentiality and access
control. They must also support mobility and provide
Quality of Service. Indeed, in the context of early and
life-critical detection of emergencies such as heart attacks
and sudden falls, the real-time aspect is decisive. In this
case, situation identification and decision-making must
occur as quickly as possible to save precious minutes
and the person’s life. Therefore, the data delivery delay
between the nodes and the end-user must be short in
order to meet hard real-time requirements. It is also nec-
essary that healthcare networks support node mobility to
ensure the continuity of service when both patients and
caregivers move. Additionally, exchanged healthcare data
are sensitive and medical information must be kept pri-
vate by restricting access to authorised persons. Thus,
achieving confidentiality and access control through a
communication network requires the establishment of
mechanisms for data protection and user authentication.
Furthermore, when WSNs are integrated into a global
hospital information system, critical data such as alarms
share the bandwidth with less sensitive data such as
room temperature. Therefore, traffic prioritisation is
essential to satisfy strict delay requirements through
QoS provisioning.

Fig. 1. Taxonomy of WSN applications.
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