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a b s t r a c t

An integrated switching system (ISS) is an integration of individual switching devices with
newly developed control and management protocols, in an integration topology that inter-
connects the switching devices. It scales the capacity of individual switching devices while
functions still as a single switching facility to the outside network. In an ISS, a link aggrega-
tion group (LAG) has flexibility to allocate its member links across different switching
devices, often as an attempt to spread risk of failure to individual switching devices. Due
to existence of the integration topology, traffic admitted into the ISS and destined to egress
out of the LAG interface may need to travel a number of hops before leaving the ISS. This lays a
bandwidth burden on the integration links of the ISS. Local biasing and designated forward-
ing have been proposed as LAG egression options to relieve the bandwidth pressure on inte-
gration links. They bias traffic egression to be from the neighborhood of the switching device
where the traffic ingresses, if the traffic is destined to the LAG interface and a LAG member
link is present in the neighborhood. Those enhanced LAG egression schemes are in contrast
to the regular LAG egression scheme, in which the traffic will be split and evenly distributed
across all LAG members, regardless of their topological distance to the switching device
where it ingresses. Although the enhanced egression schemes help to reduce the bandwidth
demand on the integration links, there comes a price that load balance across LAG members
may be sacrificed and eventually stable LAG capacity could be compromised. In this paper,
we study such performance tradeoff and investigate impact factors on LAG performance.
In the end, we formulate an optimization problem that optimizes LAG member allocation
via pursuing the best tradeoff between integration bandwidth utilization and stable LAG
capacity. The solution can be treated as a guideline to deploy LAGs in an ISS. The results show,
with optimized LAG member allocation, the potential of integration bandwidth saving and
stable LAG capacity maintenance can be maximally explored.

� 2014 Elsevier B.V. All rights reserved.

1. Introduction

Many applications of modern packet switching systems,
such as enterprise networks [1–3] and data center net-
works [4–6], demand advanced features like large scale,
high capacity, low latency, and ease of management. Those

features are not affordable by traditional standalone
switching devices. Integrated switching systems (ISSs)
become a widely accepted solution to address those
challenges.1 It provides flexible integration of individual
switching devices with the help of newly developed control
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1 Branded examples of ISSs include Juniper Networks’ virtual chassis
technology [7], Cisco Systems’ switching stacks [8], etc.
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and management protocols. A network operator can easily
manage large-scale network resources (ports, VLANs, etc.)
across different switching devices within the ISS. An illustra-
tive ISS is abstracted in Fig. 1, which consists of three
switching devices (numbered 1, 2, and 3). The three devices
are connected via internal integration links (A and B), which
form a line topology (we call such topology the integration
topology). The network ports (usually a few dozen per
switching device) are configurable to admit traffic from or
to switch traffic to the outside of the ISS. Note that by inte-
grating the switching devices together, those devices func-
tionally become one single switching system to the outside
of the ISS.

A link aggregation group (LAG) is a bundle of network
links that are treated as a single logical link [9]. Fundamen-
tally, it addresses two problems with Ethernet connec-
tions: bandwidth limitation and lack of resiliency. Once a
member link incurs a failure, the traffic that it carries can
be automatically switched over to other active members
in the LAG, with assistance of the link aggregation control
protocol (LACP) [10]. In an ISS, a LAG configuration has
flexibility to allocate its member links across different
switching devices as an attempt to spread risk of failure
to individual switching devices. As shown in Fig. 1, six links
are allocated to be members of a LAG. The traffic flows that
ingress from another network port (as shown on device 1),
if destined to the LAG, will be switched out through the
LAG member links. The selection of LAG members to carry
the packets in the traffic is decided by a hashing algorithm,
which takes a set of hashing parameters associated with
the traffic flows (distinguished by different colors2 in
Fig. 1) to form the hash key. Such hashing parameters
can be MAC addresses, IP addresses, VLAN ID, ingress port
number, etc. A perfect hashing algorithm will evenly
spread the keys out such that the traffic can be evenly dis-
tributed across the LAG members. The order of packets
within a specific flow can be maintained after hashing
since all the packets in that flow are of the same hash
key and hence will be hashed toward the same LAG
member link. We call the device from which the traffic is
admitted to the ISS the ingress device, while call the device

from which the traffic leaves the ISS the egress device. In
the example shown in Fig. 1, device 1 is the ingress device
for the three traffic flows. Devices 1, 2 and 3 are the egress
devices for those flows, depending on to which device the
flow is hashed. Within the integration topology, the packet
flow travels along the shortest path from its ingress device
toward its egress device. For example in Fig. 1, if the flow is
hashed to egress from a LAG member on device 3, since the
shortest path from device 1 to device 3 is through device 2,
the packets in that flow have to take bandwidth on
integration links A and B.

1.1. Regular LAG egression scheme

With perfect hashing, each of the three devices in Fig. 1
will be responsible for switching out one third of the traffic
that is admitted into the ISS on device 1, as shown in Fig. 1,
since all three devices host the same number of LAG mem-
bers. As a result, one third of the traffic will egress out of
device 1 without utilizing integration links, one third of
the traffic will egress out of device 2 by passing through
integration link A, and other one third of the traffic will
egress out of device 3 by passing through both integration
links A and B. Therefore, statistically, per unit of traffic
intensity (say 1 bit/s) offered by the ingress traffic, 2/3
units of bandwidth (in bits/s) is taken on integration link
A, while 1/3 units of bandwidth is taken on integration link
B. In total, such traffic forwarding distribution generates
(2/3) + (1/3) = 1 unit of bandwidth demand on the entire
integration network, per unit of the ingress traffic inten-
sity. We call this egress distribution scheme the regular
LAG egression scheme.

1.2. Local biasing (LB)

In order to save stringent integration bandwidth (the
bandwidth provision offered by the integration network),
local biasing (LB) can be applied to the LAG interface,
which forces traffic to egress out of and get balanced across
the LAG member links on its ingress device if the ingress
device hosts local member(s) of the LAG to which the traffic
is destined. An example is demonstrated in Fig. 2(a). The
same LAG of six member links as in Fig. 1 is formed. How-
ever, the traffic destined to the LAG interface will not be
evenly spread across the three devices but egresses out
locally from its ingress device (device 1) and gets balanced
across the two local LAG members of device 1. The result-
ing benefit is that no integration bandwidth is demanded,
as compared with the regular LAG egression scheme as
shown in Fig. 1. The saved integration bandwidth can be
used to accommodate other traffic and hence to improve
the overall capacity of the ISS. If the traffic ingresses on a
device that does not host LAG members, the traffic will
be hashed as it is in the regular LAG egression scheme (i.e.,
the traffic will be evenly distributed across all LAG mem-
bers). This is illustrated by a LAG of four member links in
Fig. 2(b). We call this egress distribution scheme the local
biasing LAG egression scheme. Note that the traffic destined
to the LAG interface may possibly ingress on any switching
devices (not just device 1 in Fig. 2). The egression scheme
as described above holds for all the traffic.
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Fig. 1. An integrated switching system (ISS) and a link aggregation group
with members across the ISS and with hashing based egression scheme.

2 For interpretation of color in Fig. 1, the reader is referred to the web
version of this article.
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