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TCP congestion control in datacenter networks is very different from in traditional network environ-
ments. Datacenter applications require TCP to provide soft real-time latency and have the ability to avoid
incast throughput collapses. To meet the special requirements of datacenter congestion control,
numerous solutions have been proposed, such as DCTCP, D*TCP, and D?. However, several deployment
drawbacks, including significant modifications to switch hardware, the Operating System protocol stack,
and/or upper-layer applications, as well as switch ECN requirements, which are not always available in
already existing datacenters, limit deployment of these solutions. To address these deployment
problems, in this paper, we proposed a delay-based TCP algorithm for datacenter congestion control,
namely DC-Vegas. DC-Vegas combines the performance advantages of DCTCP with the deployment
advantages of delay-based TCP Vegas. DC-Vegas can meet both soft real-time and incast avoidance
requirements of datacenters, requiring minimal deployment modification to existing datacenter hard-
ware/software (with only sender-side update and without ECN requirements). Experimental results
obtained using the real datacenter test bed and an ns-2 simulator demonstrate that DC-Vegas has similar

performance with the state-of-the-art Data Center TCP algorithm.

© 2015 Elsevier Ltd. All rights reserved.

1. Introduction

Traditional TCP congestion control algorithms designed for the
Internet environments have encountered many problems in datacen-
ter networks. One problem is introduced by Online Data Intensive
(OLDI) applications (Meisner et al., 2011), such as web search and
social network services, which operate under “soft” real-time con-
straints so that any need for transmission latency in datacenters is as
minimal as possible (Alizadeh et al., 2012a; Lee et al., 2012; Zhang
et al., 2014). The other problem is TCP throughput collapse caused by a
special network scenario in datacenters, namely incast. TCP flows in
incast scenarios may suffer serious throughput losses (Chen et al.,
2009). Incast scenarios widely exist in datacenter applications, such as
MapReduce (Wang et al.,, 2014b; He et al., 2014). To address the soft
real-time and incast problems, many improved solutions have been
proposed, including fine-grained retransmissions (Vasudevan et al.,
2009), ECN* (Wu et al, 2012), and ICTCP (Wu et al, 2010) for
mitigating the TCP incast problem, HULL (Alizadeh et al., 2012a), D*
(Wilson et al., 2011), Detail (Zats et al.,, 2012), and PDQ (Hong et al.,

* Corresponding author.
E-mail address: jywang@buaa.edu.cn (J. Wang).

http://dx.doi.org/10.1016/j.jnca.2015.03.010
1084-8045/© 2015 Elsevier Ltd. All rights reserved.

2012) for reducing low transmission latency, as well as DCTCP
(Alizadeh et al., 2010), D*TCP (Vamanan et al,, 2012), L?DCT (Munir
et al,, 2015), RDT (Jingyuan et al., 2014) and WDCTCP (Wang et al.,
2013a) for both latency reduction and incast avoidance. Although
these solutions achieved excellent performance in laboratorial data-
center networks, there still exist some deployment barriers when
adopting them in “existing” datacenters that were already built all over
the world. For solutions such as D? and PDQ that are based on custom
network protocols and not compatible with TCP, all TCP-based app-
lication layer software must be replaced, which is impractical in many
commercial systems. Algorithms such as DCTCP that rely on ECN
(Explicit Congestion Notification) marking for congestion detection, on
the other hand, will require ECN support, a capability which is not
universally available even today (Stewart et al., 2011; Bauer et al.,
2011). In addition, many solutions require significant modifications to
network hardware and/or the OS protocol stack; some even require
custom ASICs. Therefore, these existing solutions are very promising
for new datacenters, but for the datacenters that already exist, they are
not suitable.

In this paper, we propose a high-performance and low-deployment-
cost datacenter TCP algorithm named DC-Vegas. DC-Vegas was inspired
by an analysis of queue length distribution of delay-based TCP in
datacenter networks. The analysis revealed why the delay-based TCP
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Vegas (Brakmo et al, 1994) algorithm performs well for reducing
transmission latency but poorly in incast scenarios. Based on this
insight, we design the DC-Vegas algorithm, which combines the low-
cost deployment advantage of TCP Vegas and the excellent perfor-
mance of DCTCP in datacenters. We deployed DC-Vegas in a production
datacenter test bed. The deployment only needed to update TCP
senders and did not require ECN support, application software and/or
network modifications. Experiments using the datacenter test bed
show that DC-Vegas (1) reduces queuing delays by two orders of
magnitude and reduces the deadlines missed rate of OLDI applications
by 80%; (2) significantly avoids incast collapse; and (3) maintains
graceful fairness and convergence. The ns-2 simulation experiments
show that the performance of DC-Vegas is similar to that of DCTCP.

The rest of this paper is organized as follows. Section 2 analyzes
why delay-based TCP Vegas performs well for reducing latency but
poorly in incast scenarios. Section 3 describes the algorithm details
of DC-Vegas and presents some analysis. Experimental results are
presented in Sections 4 and 5. The conclusions of this paper are
given in Section 7.

2. Delay-based TCP in datacenters
2.1. Performance of TCP Vegas in datacenters

Congestion detection mechanism is an important module of
TCP algorithms (Alrshah et al.,, 2014; Xu et al,, 2011). The most
widely used congestion detection mechanism is loss-based detec-
tion, which is adopted by many popular TCP algorithms such as
TCP Reno (Jacobson, 1988) and CUBIC (Ha et al., 2008; Wang et al.,
2013b). Because packet losses occur only after packet queues have
built up, loss-based TCP in datacenters always introduces very
long queuing delay, and therefore causes degradation of user
experience.

The most popular congestion detection method in datacenters
is ECN (Explicit Congestion Notification), such as DCTCP, ECN*, and
D?TCP. However, ECN is not universally supported by datacenter
hardware, especially in datacenters currently in operation. Accord-
ing to the report of Bauer et al. (2011), only 60% end-to-end loops
in the Internet are ECN enabled, and as reported in Stewart et al.
(2011), finding a datacenter switch that supports ECN to test
performance of DCTCP is very difficult. Furthermore, ECN is an IP
level protocol, which requires all agents in an end-to-end loop to
be ECN enabled, so deploying ECN-based TCP in a non-ECN
equipped datacenter means a system-wide software and/or hard-
ware updating. Even though deploying DCTCP over an ECN ena-
bled datacenter, modifications on both sender side and receiver
side, as well as parameter setup of switches, are still unavoidable.
So the time cost and expense of such deployment is unb-
earable for production datacenters. As reported by Emerson Net-
work Power (State of the data center, 2011), more than 500
thousand datacenters were built before 2011 around the world.
Most of these datacenters are waiting for TCP updating because
most of ECN-based datacenter TCP solutions were proposed during
2011-2013.

An alternative for ECN is delay-based TCP congestion control
(Brakmo et al., 1994; Wei et al., 2006), which uses end-to-end
queuing delay as an indication of network congestion. Because
delay-based TCPs aim at keeping packet queue length in network
buffers under a reasonable level, queuing delay of delay-based TCP
is usually shorter than loss-based algorithms (Wang et al., 2014a).
Moreover, delay-based TCPs can proactively reduce their through-
put before packet losses appear; therefore, they have potential to
mitigate the TCP incast problem (Lee et al., 2012; Wu et al., 2010).
However, existing delay-based TCP algorithms cannot meet both
the low latency and incast avoidance requirements of datacenters.

In this section, we use TCP Vegas as a representative of delay-
based TCP algorithms to analyze its performance in datacenter
networks.

We conducted two sets of experiments on a production
datacenter of the Computer Network Information Center (CNIC)!
in the Chinese Academy of Sciences. First, we investigated queuing
delay of TCP Vegas in the datacenter. We let ten long-term TCP
flows pass between two hosts that were connected by 1 Gbps links
in the datacenter. According to Alizadeh et al. (2010), the typical
number of concurrent long-term TCP connections for a host in
datacenters is less than four; therefore, ten flows represented a
fairly crowded setting. Figure 1(a) plots the RTT (Round-Trip Time)
variations between the hosts when TCP Vegas and TCP Reno
algorithms were used. As shown in the figure, the queuing delay
of TCP Vegas was far smaller (by approximately two orders of
magnitude) than that of the loss-based TCP Reno algorithm.
Second, we investigated the performance of TCP Vegas in an incast
scenario. We used 47 hosts connected by a 1 Gbps switch, where
one host was designated the receiver, and the others were used as
senders. A subset of the senders simultaneously and repeatedly
sent 128 KB data blocks to the receiver. Figure 1(b) shows aggre-
gated throughput of the senders. Regardless of whether TCP Vegas
or Reno was used, the throughput of the senders collapsed when
the number of senders exceeded a threshold; this is a typical TCP
incast collapse phenomenon. The threshold for TCP Vegas was the
small value of 20, slightly bigger than TCP Reno and not satisfac-
tory in datacenter applications. The two experiments on TCP Vegas
in datacenter networks demonstrated that the TCP Vegas algo-
rithm is promising for latency-sensitive datacenter applications,
but performs poorly in incast scenarios.

2.2. Analysis of TCP Vegas in datacenters

TCP Vegas uses end-to-end queue length samples to detect
congestion. In each RTT, TCP Vegas estimates current queue length as

LA
=Rt

where w is the size of the congestion control window, RIT is the
sampled RTT, and RTT,,;, is the minimum observed RTT, which is used
as an estimate of network propagation delay. TCP Vegas adjusts the
window size in each RTT by comparing g with a threshold K. If
q > K, TCP Vegas considers the network congested and reduces the
window but instead increases the window if q < K,. In other words,
TCP Vegas uses a binary decision to detect network congestion.

The binary congestion detection of TCP Vegas works well for traffic
on the Internet but not for datacenter networks because network
queue behaviors on the Internet are very different from those in
datacenter networks. Figure 2 shows network buffer queue fluctua-
tion of datacenter networks and the Internet. Datacenter queue
fluctuation is observed between two servers of the CNIC datacenter
using 10 TCP Vegas flows, and the Internet queue fluctuation is
observed from an Amazona EC2 server to a computer in our
laboratory. For the sake of comparison, we normalize the queue
length samples using Q; /((Zﬁ»jf Q,)/S), i.e., the ratio between the
current queue sample Qs and the average of all such values of S
samples. The value of S is 200,000 in our experiments, among which
1000 samples are plotted in Fig. 2. As shown in Fig. 2(a), there are
many impulses in the Internet queue fluctuation. A probable cause of
these impulses is network congestion; if so, TCP Vegas can easily
distinguish them from non-congestion network states by using
simple binary quantization. On the other hand, the queue length
variation of the datacenter, which is shown in Fig. 2(b), is very

- (RTT = RTT ). M
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