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a b s t r a c t

Broadcast is widely accepted as an efficient technique for disseminating data to a large number of mobile
clients over a single or multiple channels. Due to the limited uplink bandwidth from mobile clients to
server, conventional concurrency control methods cannot be directly applied. There has been many
researches on concurrency control methods for wireless broadcast environments. However, they are
mostly for read-only transactions or do not consider exploiting cache. They also suffer from the repetitive
aborts and restarts of mobile transactions when the access patterns of mobile transactions are skewed. In
this paper, we propose a new optimistic concurrency control method suitable for mobile broadcast envi-
ronments. To prevent the repetitive aborts and restarts of mobile transactions, we propose a random
back-off technique. To exploit the cache on mobile clients, our method keeps the read data set of mobile
transactions and prefetches those data items when the mobile transactions are restarted. As other exist-
ing optimistic concurrency control methods for mobile broadcast environments does, it works for both
read-only and update transactions. Read-only transactions are validated and locally committed without
using any uplink bandwidth. Update transactions are validated with forward and backward validation,
and committed after final validation consuming a small amount of uplink bandwidth. Our performance
analysis shows that it significantly decreases uplink and downlink bandwidth usage compared to other
existing methods.

� 2009 Elsevier Inc. All rights reserved.

1. Introduction

Due to the rapid advance in computer hardwares (e.g. mobile
phone, PDA) and wireless network technologies (e.g. bluetooth,
IEEE 802.11), mobile computing has become widely available. In
the near future, tens of millions of users will be accessing various
services anytime and anywhere with a battery power-based porta-
ble computer. However, existing mobile technologies have to face
several constraints such as limited network bandwidth, frequent
disconnections and insufficient battery power. To cope with these
constraints, there has been many studies on data transmission
techniques using wireless data broadcasting (Acharya et al.,
1995; Datta et al., 1999; Hurson et al., 1998; Juran et al., 2000;
Lee et al., 2000, 2002). Generally a mobile client sends requests
to the server and receives the response. For sending requests, mo-
bile clients have to consume uplink bandwidth. The response time
also can dramatically increase when the server is heavily loaded by
the requests from a large number of clients. However, wireless data

broadcast models can overcome these problems. For example, Ach-
arya proposed the broadcast disks model (Acharya et al., 1995). The
server continuously and repeatedly broadcasts all data in the data-
base using a single or multiple wireless communication channels.
Clients wait for the data in need to come up on the channel, and
retrieve data from the channel. In this system, the number of mo-
bile clients does not affect their access time. With its good scalabil-
ity, wireless data broadcast is used in various mobile applications,
e.g. auctions, electronic bidding, stock trading, weather informa-
tion and traffic information broadcasts (Cho, 2003).

The above applications comprise a large proportion of read-only
transactions and a small number of update transactions. For exam-
ple, the number of stock buyers or bidders, (i.e., update transac-
tions) in stock trading and auctions is relatively fewer compared
to the number of speculators (i.e., read-only transactions) who read
the prices frequently. In these applications, the consistency among
data items is likely to be violated by update transactions (Lee et al.,
2002, 2004; Pitoura et al., 1999; Shanmugasundaram et al., 1999).
Thus, a concurrency control scheme is needed to preserve data cur-
rency and consistency for mobile transactions. However, conven-
tional concurrency control methods cannot be directly applied to
mobile transaction processing (Lee et al., 2004). In conventional
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methods, mobile clients have to communicate with the server by
exchanging a number of messages, which consumes the limited
uplink bandwidth and much battery power of mobile clients (Bern-
stein et al., 1987; Haerder, 1984; Kung and Robinson, 1981). Fur-
thermore. as most works are done at server-side, servers can be
easily overloaded or interrupted by processing transactions from
a lot of clients. For these reasons, conventional concurrency control
schemes such as two-phase locking and timestamp ordering are
not suitable for mobile transaction processing.

There have been many research efforts reported in the litera-
tures that focus on the concurrency control scheme for wireless
broadcast environments (Barbara et al., 1997; Chung et al., 2003;
Lee et al., 2002, 2004, 2003, 2006; Pitoura et al., 1999; Shanmugas-
undaram et al., 1999). Lee et al. proposed a variant of the OCC
method called FBOCC (forward and backward OCC) that uses for-
ward validation for update transactions and partial backward val-
idations for read-only transactions (Lee et al., 2004). However, all
the concurrency control methods for wireless broadcast environ-
ments including FBOCC method are focused on mobile transactions
with uniform data access patterns. Existing methods perform
poorly when the data access patterns of mobile update transac-
tions are skewed. Mobile update transactions will be frequently
aborted and restarted in the final validation stage due to the up-
date conflict of the same data items with high access frequencies.
This problem will waste the uplink and downlink communication
bandwidth, which in turn cause the wasteful battery power con-
sumption of mobile clients.

In addition to the above skewed data access pattern problem, all
the mobile concurrency control methods including FBOCC do not
utilize caches of mobile clients for their concurrency control. When
a mobile client has cache, its access time can be further reduced by
directly accessing data items from its cache. Lee et al. proposed a
method to reduce the response time of mobile transactions using
data prefetching (Lee et al., 2003, 2006). There are two ways to
identify the data items for prefetching. The first is that transactions
can declare read data set when they starts. The second is that a pre-
processor can search for all possible necessary data items in the
transaction before it starts. However, the first method is not so
practical, and the second method consumes more resources by
reading more data than actually required.

In this paper, we propose an efficient mobile concurrency con-
trol method for wireless broadcast environments. Our method uses
a random back-off technique to overcome the repetitive aborts and
restarts problem of mobile update transactions caused by the
skewed data access patterns of mobile update transactions. Our
method also prefetch data based on the access invariance proposed
by Franaszek et al. (1990). The access invariance means that a
restarting transaction reads the same data set as the one used in
its previous failed execution. As a result, our method does not have
much computational overhead for identifying the set of data items
for prefetching as in the methods proposed by Lee et al. (2003,
2006). Our method also supports both read-only and update trans-
actions and guarantees the global serializability to keep the data-
base consistent. In our method, by using forward and backward
validation, read-only transactions can be locally committed with-
out using any uplink bandwidth and update transactions consume
less uplink bandwidth for their validations. Overall, our proposed
method has two contributions. The first contribution is that by
using the random back-off technique, mobile clients can avoid
repetitive aborts of mobile update transactions, resulting in the re-
duced uplink bandwidth. The second contribution is that by
exploiting client’s cache, mobile clients can improve the response
times of restarted transactions by first reading the prefetched data
in their cache.

The rest of the paper is organized as follows: in Section 2, we
discuss the related works. We describe the basic idea of our pro-

posed AOCCRB (Adaptive Optimistic Concurrency Control with
Random Back-off) method in Section 3. Section 4 gives the formal
description of AOCCRB method. We discuss the performance anal-
ysis of AOCCRB method in Section 5. Finally, Section 5 provides the
concluding remarks.

2. Related works

Barbara proposed a modified version of the conventional opti-
mistic concurrency control (OCC) protocol to support both read-
only and update transactions at the mobile clients (Barbara et al.,
1997). However, his protocol gives a significant delay to aborted
mobile transactions. Shanmugasundaram et al. proposed a weaker
correctness criterion called update consistency (Shanmugasunda-
ram et al., 1999). Update consistency allows read-only transactions
to read current and consistent data in wireless broadcast environ-
ments without contacting the server. However, the serializability is
not maintained which is very important in mobile commerce
applications such as mobile stocks trading. Lee et al. proposed a
method to reduce the response time of mobile read-only transac-
tions by using a predeclaration technique (Lee et al., 2003, 2006).
However, the predeclaration technique does not support update
transactions and the predeclaration process is computationally
expensive.

Pitoura and Chrysanthis proposed three broadcast methods to
guarantee the correctness of read-only transactions (Pitoura
et al., 1999). However, their three methods have the following
problems. The multi-version broadcast method increases the size
of the broadcast cycle resulting in the increased response time.
The invalidation-only broadcast method has a low concurrency
problem. The conflict serializability method incurs high overheads
to maintain the serialization graph. Furthermore, these three
methods do not support update transactions. Chung et al. proposed
a transaction processing protocol that increases the autonomy of
clients based on the dependency relation among updated data
items (Chung et al., 2003). Each mobile client uses the lists of
dependents to build partial serialization graphs. Utilizing the
graphs, mobile clients can autonomously verify serializability of lo-
cally executed read-only transactions. This information also allows
mobile clients to detect the update transactions that need to be
aborted in their early stages. Since the protocol assumes the asyn-
chronous broadcast, mobile clients have the problem that they
must listen to the downstream communication channel
continuously.

Lee et al. proposed a concurrency control method using a dy-
namic adjustment of timestamp ordering to reduce the number
of restarting transactions (Lee et al., 2002). As their method detects
the data conflicts at an early stage, it prevents the wasteful re-
source consumption. However, their method requires read-only
transactions to communicate with a server for their validation
using uplink communication bandwidth. Since most mobile trans-
actions are read-only in wireless broadcasting environments, their
method results in the serious uplink bandwidth and battery re-
source consumptions. To overcome this problem, Lee et al. pro-
posed a variant of the OCC method called FBOCC(Forward and
Backward OCC) that uses forward validation for update transac-
tions and partial backward validations for read-only transactions
(Lee et al., 2004). FBOCC method allows the local validation and
commitment of read-only mobile transactions.

3. Basic idea of AOCCRB

In this section, we describe the basic idea of our efficient con-
currency control method AOCCRB (Adaptive Optimistic Concur-
rency Control with Random Back-off) for transaction processing
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