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ABSTRACT

In recent years, some aggressive actions against cyber-criminals and terrorists have come not only from state actors, but also from independent third parties such as Anonymous. These groups have claimed some significant victories in their battles against ISIS and similar organizations, by hacking their email, publicly exposing their secret communications, and knocking their websites offline. The hacker groups also combat other cyber criminals, including distributors of child pornography. Some of the groups’ activities, however, violate the computer hacking laws of many nations. Some commentators have criticized these statutes, claiming that the laws unnecessarily prohibit private actors from serving the public good.

In this Essay, I defend the broad prohibition of cyber-vigilantism, and argue that well-intentioned private actors can accomplish their goals by working with governments. I first review global jurisprudence, case studies, and academic commentary to explain why courts and policymakers historically have disfavoured vigilantism in other contexts, and I apply that reasoning to cyberspace. I explain that cyber-vigilantism can lead to several negative consequences, including the potential for abuse of the system, undercutting the legitimacy of democratic systems, and disproportionate punishments that are not necessarily effective. I then argue that instead of operating independently, these private groups can more effectively collaborate with governments and other private actors to fight threats in cyberspace.
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1. Introduction

In November 2015, Isdarat, an ISIS propaganda website, was knocked offline and replaced with an advertisement for an online medication vendor. A message appeared above the advertisement, stating that “[t]oo many people are into this ISIS stuff,” and urging visitors to “enhance your calm.”

What initially appeared to be a joke was actually a coordinated effort to disrupt ISIS’s vast communications and propaganda network. Isdarat is one of hundreds of ISIS-affiliated websites to have been knocked offline by GhostSec and its affiliate, Anonymous. These hacktivist groups have declared an online campaign against ISIS, and have vowed to disrupt its communications infrastructure.

At first glance, such efforts appear to be in the public interest. After all, ISIS has mobilized a large network of supporters, in part because of its ability to communicate online and spread propaganda. However, the means used by hacktivists often violate many nations’ computer hacking laws, such as the
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Computer Fraud and Abuse Act6 in the United States and the European Union member laws that implement the European Union Directive on Attacks Against Information Systems. Although the scope of these laws varies, they generally prohibit unauthorized access or damage to computer systems and websites, and do not provide safe harbours for vigilantes.7 The efficacy of hacktivist groups has caused some to question whether nations should allow such hackers to fight ISIS and other terrorist or criminal groups—by obtaining information from their computers or online services without authorization or causing damage to their computers or communications systems.8

As a practical and political matter, it is unlikely that members of GhostSec or Anonymous would be prosecuted under computer hacking statutes for disrupting ISIS’s activities, as governments could exercise prosecutorial discretion and choose not to pursue individuals who seek to battle terrorist organizations.9 However, cyber-vigilantism reaches far beyond battles against ISIS. In a variety of contexts, cyber-vigilantism has been a useful tool against hackers, terrorists, and online criminals. For instance, in 2011, Anonymous shut down one of the largest sources of online child pornography and posted personal details of more than 1500 of the host’s users.10 These cases—and the criticisms of computer hacking statutes—raise a broader question that policymakers around the world must address: should legal systems permit cyber-vigilantism? By exempting cyber-vigilantism from computer hacking laws, governments could be viewed as implicitly endorsing—and relying upon—cyber-vigilantes.

Highly skilled private groups—unrestricted by the many constraints and rules that bind governments—often can be more nimble in pursuing bad actors in cyberspace. For that reason, it is tempting to provide private hackers with broad leeway to battle terrorists, criminals, and other bad actors.

In this Essay, I explain why governments should resist this temptation. Courts and scholars long have cautioned against vigilantism, a term that I define in Part 2 of this Essay. As I explain in Part 3, the reasoning that has discouraged vigilantism in the physical realm applies equally in cyberspace. Although private hackers may be well-intentioned—and, in some cases, more skilled and effective than governments—it would be dangerous and short-sighted to delegate the roles of police, judge, jury, and punisher to private parties that exist outside of the democratic system. In Part 4, I propose an alternative, collaborative model in which private actors help governments to accomplish shared goals.

2. Defining cyber-vigilantism

At the outset, it is useful to define cyber-vigilantism for the purposes of this Essay, as the term carries many meanings. For instance, some commentators argue that vigilantism only occurs when a group illegally uses violence to administer its conception of justice.11 Such a definition is too narrow. To be sure, vigilantism includes illegal use of violence,12 but it also encompasses other behaviour in which private actors seek to independently play the role of law enforcement. Particularly in the cyber realm, a number of activities—such as data theft or denial of service attacks—may not appear to be “violent” in the traditional, physical sense, but nonetheless involve private citizens taking the law into their own hands.

Moreover, whether an act is “vigilante” behaviour should not necessarily turn on the legality of the vigilante’s actions. For instance, even if nations were to amend their hacking laws to allow the activities of Anonymous and GhostSec, those activities still should inherently be considered vigilantism, in that they involve private groups taking the law into their own hands.13 The inquiry for the purposes of this Essay is whether states should allow private parties to engage in cyber-vigilantism without facing the penalties of law. Even if certain forms of hacking were legal, they still would be considered vigilante if they enable private parties to play the role of law enforcement.
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13 See Les Johnson, What Is Vigilantism? Brit. J. of Criminology 220–226 (1996) (“For even where self-help groups enjoy a potential to exercise or threaten force that potential may not, it itself, be unlawful. Illegal and extra-legal action are not, therefore, preconditions of vigilantism.”).
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