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a b s t r a c t 

Geographic routing has been widely used in wireless sensor networks because of its simplicity and ef- 

ficiency resulting from its local and stateless nature. However, when subjected to routing holes (i.e., re- 

gions without sensor nodes that have communication capability), geographic routing suffers from the 

so-called local minimum phenomenon , where packets are stopped at the hole boundary. This local mini- 

mum phenomenon results in problems of load imbalance (i.e., a higher traffic intensity around the hole 

boundary) and routing path enlargement due to the long hole detour paths. Although several protocols 

have been proposed to address these issues, the load imbalance problem has not been solved thoroughly, 

and none of the existing protocols can solve both of these problems. In this article, we propose a dis- 

tributed hole-bypassing routing protocol named ACOBA ( A daptive forbidden area-based CO nstant stretch 

and load BA lancing), which can solve the load imbalance problem thoroughly while ensuring the con- 

stant stretch property of the routing path. Our theoretical analysis proves that the routing path stretch 

of the proposed protocol can be controlled to be as small as 1 + ε (for any predefined ε > 0), and the 

simulation experiments show that our protocol strongly outperforms state-of-the-art protocols in terms 

of load balancing. 

© 2017 Elsevier B.V. All rights reserved. 

1. Introduction 

In recent years, wireless sensor networks (WSNs) have been in- 

tensively investigated due to their potential in various practical ap- 

plications [1–3] . Several characteristics of WSNs, such as the lim- 

ited energy supply, available storage and computational capacity 

of the sensor nodes 1 , distinguish them from other traditional net- 

works as well as pose many challenges to the design of routing 

protocols. 

Geographic routing [4] , which works in a distributed manner 

and exploits the local geographical information of sensor nodes, is 

widely accepted in WSNs due to its simplicity and efficiency. This 

type of routing typically assumes that a) each network node knows 

its own and its neighbors’ positions and that b) the source of a 

message knows the destination’s position. Such a routing protocol 

typically starts with a greedy strategy whereby each node chooses 
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the next hop to be the neighboring node closest to the destina- 

tion. Geographic routing performs well in networks without rout- 

ing holes; however, with the occurrence of holes 2 , this routing 

protocol suffers from a serious drawback called the local minimum 

phenomenon [5] , i.e., the forwarding process is stopped at the hole 

boundary because there is no neighboring node closer to the desti- 

nation than the current node. The traditional scheme for bypassing 

the hole is to switch off the usual greedy forwarding mode and 

instead, manage to route packets along the hole boundary [6,7] . 

However, this approach suffers from the following problems: 

• Load imbalance : As a lot of packets will be sent along the hole 

boundary, the boundary nodes are imposed a heavier traffic 

than the other nodes. Therefore, the boundary nodes are de- 

pleted of energy quickly, and the hole is consequently enlarged. 

2 Holes are formed either due to the presence of some geographical obstacles or 

because of the failure of sensor nodes due to various reasons such as battery de- 

pletion or the node being destroyed by external forces (e.g., by fire or earthquake). 
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Fig. 1. Examples of routing path enlargement due to the difference between the hole and the forbidden area. 

• Routing path enlargement : The path length can grow as much 

as �( c 2 ) 3 when holes are present, where c is the optimal path 

length [8] . 

To address these two problems, several methods have been pro- 

posed, wherein a common approach is to approximate the hole by 

a simple shape. This shape is often a minimum cover of the hole, 

and is considered as a special forbidden area (as we call it) from 

which the packets are made to stay away. The information of this 

forbidden area is disseminated to the surrounding area to estab- 

lish a hole awareness. This hole awareness is then utilized to dis- 

cover detour routes. In some proposals, the authors use the for- 

bidden area that has a certain selected and simple shape, e.g., a 

circle [9] , a hexagon [10] , an ellipse [11] or a quadrilateral [12] . 

Although these approaches can decrease traffic around the hole 

boundary, they may create traffic congestion around the perime- 

ter of the forbidden area and thus cannot solve the load imbalance 

problem thoroughly. Moreover, the routing path enlargement prob- 

lem remains unsolved because the difference between this forbid- 

den area and the original hole can be quite large. Fig. 1 illustrates 

the worst cases when the forbidden areas are in the shape of a cir- 

cle or an ellipse. In a recent approach addressing the path enlarge- 

ment problem [13,14] , a hole is compactly described by a simple 

polygon, i.e., the smallest convex polygon covering the hole. Al- 

though this approach can obtain a constant stretch, it still suffers 

from the load imbalance problem due to the traffic concentration 

around the convex polygon. Moreover, this approach may result in 

extra resource overhead caused by disseminating and storing infor- 

mation of the convex polygon. 

In this paper, we propose a novel approach 

4 for addressing 

routing hole. To the best of our knowledge, this is the first ap- 

proach targeting and solving both load imbalance and routing path 

enlargement problems simultaneously. The basic idea is to use an 

adaptive forbidden area, which varies for each packet, instead of 

only one fixed forbidden area for all packets. These forbidden ar- 

eas are determined based on core polygons (i.e., compact represen- 

tations of the hole). On the one hand, the diversity of the forbid- 

den areas helps to avoid traffic congestion surrounding the hole 

and furthermore balances the traffic load over the network. On the 

other hand, the size of the forbidden area is adjusted to guaran- 

tee that the stretch of the routing path (i.e., the ratio between the 

length of the real routing path and the shortest routing path) does 

not exceed a predefined threshold. The contributions of this article 

are as follows: 

3 �( f ( n )) means that for large enough n , �( f ( n )) ≥ f ( n ) for some constant k . 
4 The initial idea of this approach was presented in our previous work [15] , which 

received the best paper award at ISSNIP’14. However, the existing protocol suffers 

from some problems which will be described in Section 7 . 

• We propose a strategy to construct an adaptive forbidden area 

which can guarantee the constant stretch of the routing paths 

while maintaining the load balance over the network. We also 

propose a distributed protocol to determine such forbidden 

area. 

• We propose a distributed geographic routing protocol that gen- 

erates dynamic routing paths with the stretch upper bounded 

by a constant. This constant can be controlled to be as small 

as 1 + ε ( ε is a predefined positive number, which we call the 

stretch factor ). The variation of the routing paths ensures the 

load balance over the network. 

• We present an insightful analysis to prove the (1 + ε) -constant 

stretch property of our routing protocol. 

• We conduct extensive simulations to evaluate the effectiveness 

of the proposed protocol as well as the impact of the parame- 

ters. 

The remainder of the article is organized as follows. 

Section 2 introduces the network model and definitions. We 

propose the routing protocol in Section 3 . Section 4 theoretically 

analyzes the performance of the protocol, and Section 5 evaluates 

the protocol using simulations. We further discuss our proposed 

protocol in Section 6 . Section 7 describes additional related works 

and Section 8 concludes the article. 

2. Network model and definitions 

In this section, we first introduce the network model and then 

provide notations and definitions used throughout this article. 

2.1. Network model 

We assume that each node knows its position (using GPS or 

other positioning services [16] ) and its 1-hop neighbors (through 

the neighbor notification packets); in addition, the source node 

knows the position of the destination node. In this article, we con- 

sider networks with only one hole. For theoretical analysis, we 

make a reasonable assumption that the considered network is suf- 

ficiently dense such that there are sensors everywhere apart from 

the considered hole. Given such an ideal situation, we can model 

the geographical greedy routing path between two given nodes s 

and t (in the dense area) as the Euclidean line connecting s and t . 

Fig. 2 illustrates such an example. In this figure, s 1 t 1 does not inter- 

sect the hole; the packets from s 1 can be greedily directed straight- 

forward toward t 1 , and thus, this greedy routing path can be mod- 

eled by the segment s 1 t 1 . In contrast, s 2 t 2 intersects the hole, and 

thus, the packets from s 2 are greedily forwarded to v before arriv- 

ing at t 2 . Therefore, this routing path from s 2 to t 2 can be modeled 

by the broken line s 2 vt 2 . 
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