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HIGHLIGHTS

• a novel attack model is established which covers randomly occurred DoS attacks, deception attacks, and
physical attacks;

• the so-called epsilon-NE is employed to quantify the maximum attack-induced impact, and the corresponding
NE strategies are developed in delta-domain for the considered multi-tasking NCSs;

• an upper bound for the epsilon level is provided explicitly, and the corresponding convex optimization algorithm
is given to compute such an upper bound.
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