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Highlights

• Secret sharing is adopted for reversible data hiding in encrypted images.

• Difference distance is preserved in encrypted images.

• Reduce the data expansion.

• Increase the embedding capacity.
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