
Accepted Manuscript

Information Barrier Experimental: Toward a Trusted and Open-source Com-
puting Platform for Nuclear Warhead Verification

Moritz Kütt, Malte Göttsche, Alexander Glaser

PII: S0263-2241(17)30576-6
DOI: http://dx.doi.org/10.1016/j.measurement.2017.09.014
Reference: MEASUR 4964

To appear in: Measurement

Received Date: 26 January 2017
Accepted Date: 11 September 2017

Please cite this article as: M. Kütt, M. Göttsche, A. Glaser, Information Barrier Experimental: Toward a Trusted
and Open-source Computing Platform for Nuclear Warhead Verification, Measurement (2017), doi: http://
dx.doi.org/10.1016/j.measurement.2017.09.014

This is a PDF file of an unedited manuscript that has been accepted for publication. As a service to our customers
we are providing this early version of the manuscript. The manuscript will undergo copyediting, typesetting, and
review of the resulting proof before it is published in its final form. Please note that during the production process
errors may be discovered which could affect the content, and all legal disclaimers that apply to the journal pertain.

http://dx.doi.org/10.1016/j.measurement.2017.09.014
http://dx.doi.org/http://dx.doi.org/10.1016/j.measurement.2017.09.014
http://dx.doi.org/http://dx.doi.org/10.1016/j.measurement.2017.09.014


  

Information Barrier Experimental: Toward a Trusted

and Open-source Computing Platform for Nuclear

Warhead Verification
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Abstract

Trusted measurement systems are critical for the verification of future

arms-control treaties that involve confirming the authenticity of nuclear war-

heads on the basis of their radiation signatures. Several research efforts have

produced prototype systems, but their designs are typically not published in

detail, making it difficult to enable trust in these devices. The Information

Barrier Experimental (IBX) is a new prototype built around the Red Pitaya

computing platform using passive gamma spectroscopy. It is the first such

platform designed to help a broad research community study vulnerabilities

and define the required specifications for a common, trusted inspection sys-

tem. It is low-cost, simple to assemble, and enables comprehensive hardware

and software authentication studies. The device follows a digital data ac-

quisition approach, which significantly reduces the number of components

between scintillator and spectrum output. Measurements demonstrate that

this approach is technically feasible and produces excellent measurement re-

sults.
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