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Highlights 

 Cloud computing systems subject to co-resident attacks are modeled. 

 Balance between data security (theft) and reliability (corruption) is addressed. 

 Optimal data partition policy problem is formulated and solved. 

 Influence of cloud system parameters on the partition policy is demonstrated. 
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