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Efficient fingerprint search based on database clustering
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Abstract

Fingerprint identification has been a great challenge due to its complex search of database. This paper proposes an efficient fingerprint
search algorithm based on database clustering, which narrows down the search space of fine matching. Fingerprint is non-uniformly
partitioned by a circular tessellation to compute a multi-scale orientation field as the main search feature. The average ridge distance is
employed as an auxiliary feature. A modified K-means clustering technique is proposed to partition the orientation feature space into
clusters. Based on the database clustering, a hierarchical query processing is proposed to facilitate an efficient fingerprint search, which
not only greatly speeds up the search process but also improves the retrieval accuracy. The experimental results show the effectiveness
and superiority of the proposed fingerprint search algorithm.
� 2006 Pattern Recognition Society. Published by Elsevier Ltd. All rights reserved.
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1. Introduction

Fingerprint as a kind of human biometric feature has been
widely used for personal recognition in the commercial and
forensic areas because of its uniqueness, immutability and
low cost. In general, fingerprint based recognition systems
work in two modes: authentication and identification [1].
In the authentication mode, the user inputs his fingerprint
and claims an identity information, then the system verifies
whether the input fingerprint is consistent with the claimed
identity. In the identification mode, the user input his finger-
print and the system identifies the potential corresponding
ones in the database without a claimed identity. Therefore,
fingerprint identification requires searching the database for
a match, which is more complex than the authentication.
Although satisfactory performances have been reported for
fingerprint authentication, both the efficiency and accuracy
of identification deteriorate seriously by simple extension of
a 1:1 authentication procedure to a 1:N identification sys-
tem [1]. How to efficiently search the fingerprint database is
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a great challenge. Multi-level matching approaches are pro-
posed to facilitate the database search by incorporating the
global and local information of fingerprint [2,3]. The coarse
level matching (search) is often used to reduce the search
space of the time-consuming fine matching and alleviate the
accuracy deterioration of identification [1]. Exclusive clas-
sification, fingerprint indexing and continuous classification
have been proposed for the coarse level search of database.

Exclusive fingerprint classification is a traditional ap-
proach that has been widely investigated in the literature
[4–11]. It classifies each fingerprint exclusively into one of
the predefined classes such as Henry classes. Although it
has some advantages such as human-interpretability, fast
retrieval and rigid database partitioning, most automated
classification algorithms are able to classify fingerprints
into only four or five classes. Moreover, fingerprints are not
evenly distributed in these classes. The natural fingerprint
distribution of the Henry five classes is 3.7% plain arch,
2.9% tented arch, 33.8% left loop, 31.7% right loop and
27.9% whorl. On average, a query fingerprint still needs
to be compared with about 29.48% of database templates
in the fine matching of identification. Thus, the exclusive
classification cannot sufficiently narrow down the search of
database.
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Fig. 1. The overview of the clustering based fingerprint search algorithm.

In fact, it is not necessary to classify fingerprints into
human-interpretable classes for an automated identifica-
tion system. Fingerprint indexing, which divides fingerprint
database into a number of bins based on the minutia triplets,
was proposed in Refs. [3,12]. This approach classifies fin-
gerprints into more classes (or bins) than the exclusive
classification as it exploits the more discriminating fea-
tures, minutiae. However, the minutia points are the most
important local features and widely used in fingerprint fine
matching algorithms [2,13–15]. Although this approach can
speed up the database search, it should take care to avoid
a redundant representation of fingerprint in an identifica-
tion system. This is because the accuracy deterioration of
the identification system is hardly alleviated if the features
used in the coarse search and fine matching are strongly
correlated.

Continuous classification is proposed to overcome the
problems of exclusive classification by representing finger-
print with numerical feature vectors [16–18]. The finger-
print search is performed by comparing the query fingerprint
with all database templates and retrieving the closest ones.
The tradeoff between retrieval efficiency and accuracy can
be easily adapted by adjusting the size of retrieval neigh-
borhood. Although the comparison between the query fin-
gerprint and template is much faster than the fine match-
ing, this full fingerprint search is still prohibitive for large
database. Moreover, the continuous classification only ranks
the database templates according to their similarities to the
query fingerprint while neglecting the similarities among
the database templates. This limits the search performance.
Although some combined techniques were proposed to im-
prove the performance of fingerprint classification [19,20],
further work to facilitate an efficient search of database is

still of great interest to the researchers in the area of finger-
print identification.

Data clustering is a crucial technique used in discover-
ing the underlying structure in a data set by unsupervised
grouping of the similar patterns. It accelerates the content
based image retrieval by comparing the query image with a
few cluster representatives instead of all database templates
[21,22]. This work proposes an efficient fingerprint search
algorithm based on database clustering. The data-flow chart
of this algorithm is shown in Fig. 1. It differs from the
continuous classification (full search) in that clustering is
employed to exploit the similarities among the database
templates. Fingerprint is non-uniformly partitioned by a cir-
cular tessellation to compute a multi-scale orientation field
as the main feature for the search. The average ridge distance
(ARD) is extracted as an auxiliary search feature. Our pro-
posed fingerprint search algorithm consists of two phases:
offline database clustering and online query processing.
During the offline database clustering, a modified form of
K-means clustering is proposed to partition the orientation
feature space into clusters and fingerprints of each clus-
ter are further divided into bins according to their ARDs.
Based on the offline database clustering, a hierarchical on-
line query processing is proposed to facilitate an efficient
fingerprint search. In cluster search, each query fingerprint
is compared with the cluster prototypes to retrieve the close
clusters followed by searching the bins of the retrieved clus-
ters. Fingerprint search is finally performed on the retrieved
bins to find the templates close to the query fingerprint.

The next section presents the feature extraction, including
the computation of multi-scale orientation field and ARD.
In Section 3, we present the proposed fingerprint search
algorithm based on database clustering. The experimental
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