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Highlights

• System resources can be used for modeling malware’s behavior.

• Novel similarity measure for file paths reflecting directory structure is
defined.

• The variability in the number of system resources can be addressed with
MIL.
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