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Highlights

• We proposed a novel method to identify compromised controllers in
SDN.

• Our method uses OpenFlow packet traces from SDN data plane.

• Nine new features are de

ned on OpenFlow to identify malicious controllers.

• The proposed method is independent of the number of controllers and
network topology.
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