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Highlights

• A privacy-preserving machine learning protocol frame-
work is proposed.

• The proposed protocol preserves the privacy of model,
user input, and classification output.

• We realized the Naive-Baysian classification protocol
on our framework.

• We utilized Fully Homomorphic Encryption only for
implementation.

• The proposed supports higher security and commu-
nication efficiency.
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