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Highlights 

 An new approach to improve privacy and confidentiality for multimedia data-security 

 OGWO-based iterative process for the generation of optimal keys 

 Opposition base learning (OBL) process is used to enhance the conventional GWO 

 Detailed experimental result is analyzed with the existing approaches. 
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