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Highlights 

 New features visualization measure based on expert rules of data mining that help 

users minimize online risks 

 New rules are produced based on fuzzy algorithms that can help different 

stockholders understand web threats 

 Validation done on large real data related to security and using various different 

numbers of algorithms 

 Features are derived intelligently using minimal redundancy maximum relevancy 

 High accurate detection accuracy and low false positive rates have been achieved 
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