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Research highlights 

RDT aims to protect sensitive information from being revealed by data mining 

methods. 

A watermark can be embedded into the original data by RDT. 

Compared with the existing algorithms, RDT has better knowledge reservation. 

In addition, experimental results also show that RDT has a higher watermark 

payload.  
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