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Highlights 

 A secure biometrics-based authentication key exchange protocol for 

multi-server TMIS using elliptic curve cryptography is proposed. 

 Unlike some relevant existing schemes, the registration center of the proposed 

scheme needn’t to share system private key with distributed servers. 

 The security analysis by BAN logic and heuristic cryptanalysis shows the 

proposed scheme is a secure authentication scheme for multi-server TMIS. 
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