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Highlights 

 Co-residence attacks in cloud systems are considered. 

 The probabilities of data theft and data corruption are obtained. 

 Three-objective data partition/replication optimization problem is formulated. 

 Uncertainty about the number of attacker's virtual machines is taken into 

account. 
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