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Abstract 

Day to day Digital Image has widely increased popularity in Human life. People edit ima

software for malicious intent. This work is to identify inconsistency in an image. The paper contains different steps such

preprocessing, feature extraction, and matching process, which is highlights effective use of 

feature extraction mechanism. Euclidean distance is exploited for matching measures. The result obtained 

2x2 block size gives the best result with accuracy reach to  
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1. Introduction 

Recent days Digital Image has decreased its pureness

incorporated in modification of digital images through image editing software’s such as

tools, this manipulation of image hasbecome more common. Manipulation of digital image in image analysis deals 

with many questions [1] like: 

• Is the image is true, digitally enhance or computer render

• If the image is true, actual details of an image.
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Day to day Digital Image has widely increased popularity in Human life. People edit image with the help of editing tools or 

software for malicious intent. This work is to identify inconsistency in an image. The paper contains different steps such

preprocessing, feature extraction, and matching process, which is highlights effective use of local binary pattern method for 

feature extraction mechanism. Euclidean distance is exploited for matching measures. The result obtained exhibits that LBP with 

the best result with accuracy reach to    98.58 % for automatic detection of inconsistencies in an image. 
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atching; 

Recent days Digital Image has decreased its pureness due to inception of massive operational flexibility 

incorporated in modification of digital images through image editing software’s such as sophisticated photo editin

more common. Manipulation of digital image in image analysis deals 

Is the image is true, digitally enhance or computer render. 

If the image is true, actual details of an image. 
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• If the image is digitally raised, what was the manipulated and how was manipulation executed. 

• If the image is computer render, how was the image produce. 

In order to address aforesaid questions researchers have put their efforts towards design of different mechanism 

towards examination of image inconsistencies and these method were broadly classified under three classes as, 

• Observation: Sometimes inconsistent image can be identified through direct observation i.e. specular 

highlights and shadows, colour tones anti-aliasing, reflections, scale. 

• Basic image enhancement: Through an algorithms i.e. scaling, sharpening, re colouring, blurring, attributes 

with image can be made discrete. 

• Advance Image analysis : This involves PCA , wavelet and , LBP, and light direction (i.e. gradient) 

Copy-Move image inconsistency is evil and normally usedbylarge population of users for various purposes, it 

may be for authorized or unauthorized. In case such operations using Copy-Move operation the forgery in image 

datatakes place where some part of image information is copied and pasted to another place in same image and 

human eyes could not identify these changes incorporated in image and this mechanism itself makes this task 

challenging and critical.Farid[2] proposed somemethods about detect image forgery. There are two types method for 

image forgery detection, first is active [3], [4], [5]and second is passive or blind [5], [6], [7], [8]. In active forgery 

detection method there is need of prior information of image. Where as in case of passive forgery detection method, 

there is no need for prior information. Figure 1 shows methods involved image forgery detection and its types. 

 

 
 

Fig.1 Types of Image forgery detection. 

 

Active image forgery method is categorized in the two type [9] i.e. digital signatures and digital 

watermarking. Where as in case of passive method it iscategorised in two types i.e.forgery dependent and forgery 

independent. The proposed detection method discussed in this research paper is categorizedunder forgery dependent 

type i.e. Copy-Move forgery detection [10]. Forgery type independent further categories again into two typesi.e. 

retouchingdetection andlightingconditions.This paper is organised into five sections, where section 1 provided 

introduction of the problem beingintegratedSection 2 gives the related work of Image forgery detection; Section 3 

introduces the methodology of the system; Section 4 gives experimental results. Finally, Section 5 gives the 

conclusions and future work. 
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2. Related Work 

Now a day, there has been so much study going on in image inconsistency detection, Motasemet. al.[11]has 

put forwarded copy-move image forgery detection using Local Binary Pattern and Neighbourhood clustering. 

Forgery detection using LBP involves on different Color information of an image to detect forgery.  They acquired 

dataset from CASIA TIDE V2.0 for evaluation purpose. To detect forgery using LBP they first input image is 

segmented into Red, Green and Blue Color components. Then components were divided into 20x20 overlapping 

block and calculate LBP of each block. Then calculate distance between each block pair according to low distance, 

and then they do neighbourhood clustering. In experiment author wrote that to bring forth accuracy original image is 

subtract from forged. Muhhamad et al. [12] proposed Passive copy move image forgery detection using 

undecimated dyadic wavelet transform, in this first apply DyWT on all images. Then divide into LL1 and HH1 sub 

bands. Then LL1 and HH1 further divided into overlapping blocks. Then calculate Euclidean distance between 

every pair of blocks, and then sort it in ascending order. Then with the threshold value match the blocks. If 

matching, copy move forgery takes place. They compare result with li et al. [13] which use DWT and LL and 

another with Mahadian and saic [14] that use DWT and HH1. There experiment results with False Positive rate as 

4.02 and False Negative rate as 6.35 in copy move forgery without rotation image and with rotation False Positive 

rate is 3.52 and False Negative rate is 6.92.  AmaniAlahmadi et.al. [15] Presented passive detection of image forgery 

using DCT and local binary pattern. They work on CASIA-1, CASIA-2 and Columbia datasets. In their method they 

did pre-processing, feature extraction, classification and evaluation. In pre-processing, then convert RGB to YCbCr 

image. In feature extraction YCbCr image divide into block and then apply LBP and DCT then convert set of data in 

training and testing set. SVM is used for classification. They evaluate their method on three dataset. They calculate 

True positive rate (TPR) and True Negative rate (TNR) and depend on TPR and TNR calculate accuracy. They got 

accuracy as 97.00%, 97.50% and 97.77% onCASIA-1,CASIA-2 and Columbia dataset respectively . 

3. Methodology 

The methodology of this system is utilized for detecting image inconsistency which is followed by different 

mechanism related to proposing and feature extraction techniques. In this proposed study, the preprocessing steps are 

done on COMOFOD dataset. Figure 2 presents the block diagram of methodology adopted in this proposed research 

work and process view of represented in Algorithm 1. 

 

 
 
Fig.2 Diagram of methodology system 

 

Input:Image for determination of inconsistencies check 
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