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a  b  s  t  r  a  c  t

Maintaining  a desired  level  of security  in  a power  system  while  maximizing  its  efficiency  is  a  cornerstone
of  system  operation.  In  recent  years,  system  security  has  been  jeopardized  by increasingly  variable  power
flow  patterns  caused  by  renewable  generation  and  market  liberalization.  One  potential  solution  is  to
employ  corrective  power  flow  control  by  means  of series  FACTS  devices.  However,  this  requires  solving
a complex  optimization  problem,  which  is difficult  to  do  quickly  for large-scale  power  systems.  While
several  decomposition  strategies  have  been  proposed  to address  this  issue,  existing  approaches  rely on  a
DC  approximation  of a power  system  model  and  thus  do  not  fully  capture  system’s  behavior.  This  paper
presents  a decomposed  iterative  algorithm  for the probabilistic  security-constrained  OPF  problem,  which
is formulated  for an  AC  model  of a power  grid  with  series  FACTS  devices  and  outages  of more  than  one
element  as  credible  contingencies.  The  algorithm  is  based  on  so-called  locational  security  impact  factors,
which  represent  sensitivities  of  the  security  index  to  changes  in generator  outputs.  The IEEE 24-bus  and
118-bus  systems  are  used  to examine  the effectiveness  of the proposed  method  and  to  analyze  the  effect
that series  FACTS  devices  have  on  security  and  efficiency  of system  operation.

© 2016  Elsevier  B.V.  All  rights  reserved.

1. Introduction

With the liberalization of electricity markets and higher pene-
tration of renewable generation the problem of balancing security
and efficiency of power system operation is becoming increasingly
challenging. Excessively rigorous security criteria may  lead to a
sub-optimal generation dispatch, reducing social welfare, whereas
sacrificing security for efficiency may  result in major blackouts.
Hence, quantifying security of power systems and enhancing it
while keeping the total supply cost as low as possible are important
aspects of system operation.

Traditionally, system security has been quantified by deter-
ministic approaches such as the N − 1 criterion [1–3]. Despite its
simplicity, this criterion treats all outages equally in terms of
both their probability to occur and their effect on the system,
which does not reflect reality and may  lead to inefficient operation.
To overcome this drawback, probabilistic approaches to system
security, based on a notion of risk [4–7], have been proposed. Risk-
based security indices can be used for both increasing operators’
awareness of the system state [8,9] and optimizing power system
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performance [10–12], e.g. by formulating the Risk-Constrained OPF
(RCOPF) problem [13–18].

Power system security can be enhanced by generation re-
dispatch [2], load shedding [19,20], or power flow control [21,22],
e.g. by means of FACTS devices [23]. The latter is preferable as its
cost is limited to the procurement and maintenance cost of control
devices, whereas the other two  reduce social welfare and should
be ideally avoided. Since FACTS devices are fast-acting, they enable
the implementation of corrective power flow control [24], i.e. the
set-points of the devices can be changed quickly according to the
state of the system. While FACTS devices are not widely used due
to their high cost, recent developments such as Distributed FACTS
[25] are promising as they offer potentially reduced installation and
maintenance costs, which can lead to their extensive use.

Both the deterministic and probabilistic security-constrained
OPF problems are notorious for their difficulty because each is a
large-scale, nonlinear, non-convex optimization problem that usu-
ally has to be solved as quickly as possible. Due to its practical
importance, the security-constrained OPF problem has received a
lot of attention from the research community and a number of for-
mulations and solution algorithms can be found in the literature.
An extensive overview of major challenges and existing endeavors
in this field has been presented in [26] and, more recently, [27].

This paper focuses on the RCOPF problem, which has the objec-
tive of minimizing the total supply cost in the system while keeping
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the risk below a given value and, due to its size, becomes diffi-
cult to solve in a centralized fashion for real-world grids. Existing
approaches for decoupling this problem include using Benders
decomposition [14] or so-called locational security impact fac-
tors (LSIFs) [15,28,29]. However, studies [14,15,28] are based on
a DC approximation of a power system, and the problem formu-
lation in [29] does not include corrective control. In addition, only
single-element outages are considered in these studies and com-
munication overhead between parallel processors is not taken into
account when analyzing the potential acceleration of the algorithm
with parallelized computations.

The main contributions of this paper are threefold. First, it
presents a decomposed iterative algorithm for solving the RCOPF
problem for a full AC model of a power system with corrective con-
trol. The utilization of the AC model poses certain challenges, e.g.
some contingencies may  have no steady-state solution. The paper
discusses a possible strategy of dealing with such contingencies.
Second, the paper considers outages of more than a single element
in the system, which might help capture potential danger posed
by cascading outages and provide system operators with a better
risk estimate. For the sake of presentation simplicity, the paper is
focused only on N − 1 and N − 2 outages, but the proposed algorithm
can be straightforwardly extended to include any N − k outages as
credible contingencies. The last focus of the paper is to examine
what the best way of parallelizing the proposed algorithm is and
how communication overhead influences the simulation time. In
addition, the paper analyses the impact that series FACTS devices
have on the risk and cost of system operation as well as on the
computation time.

The rest of the paper is structured as follows: Sections 2 and 3
provide an overview of steady-state models of series FACTS devices
and risk-based security indices, respectively. In Section 4, locational
security impact factors are described. In Section 5, the centralized
formulation of the AC RCOPF is presented and Section 6 provides
the description of the proposed iterative algorithm for solving the
AC RCOPF problem. In Section 7, simulation results are provided,
and Section 8 concludes the paper.

2. Series FACTS modeling and control

In general, security of a power system depends on both volt-
age magnitudes at buses and currents in transmission lines and
transformers. However, in this paper only the effect of the line
flows on reliability is taken into account, which is why series FACTS
devices are considered as a means of power flow control. Examples
of such devices include the Thyristor Controlled Series Compen-
sator (TCSC), Static Synchronous Series Compensator (SSSC) [12],
and recently developed distributed FACTS (DFACTS) [25] devices.
For steady-state analysis, all aforementioned devices can be mod-
eled as a variable reactance inserted in series into the transmission
line. By changing the value of XFACTS, the susceptance of a trans-
mission line with a series FACTS device can be changed, which in
turn causes the change in the line flow, thus enabling power flow
control. All power electronics-based FACTS devices are fast-acting,
which provides an opportunity of quickly adjusting line flows after
the occurrence of a disturbance to eliminate possible violations of
operational constraints. This may  allow the operator to choose a
generation dispatch with a lower total supply cost while still satis-
fying security requirements. Such a control strategy, which is called
corrective power flow control, is considered in this paper.

3. Risk-based security indices

As was mentioned in Section 1, probabilistic approaches to sys-
tem security are based on a concept of risk, which for a certain event

is defined as the product of its probability to occur and the conse-
quences that will ensue. The events are represented by outages of
various elements in the system called contingencies and the total
risk is the sum of individual risks of all considered contingencies
along with the normal state. The value of the total risk provides
a quantitative measure of system security, as opposed to a binary
N − 1 criterion. The risk value can be used as a constraint in OPF
to determine the most cost-efficient generation dispatch that still
satisfies security requirements.

Unfortunately, at this point there is no benchmark method of
selecting the contingencies to be included in the risk calculation as
well as quantifying the consequences of considered contingencies.
Proposed risk metrics vary substantially and are often designed for
different purposes and time-scales. Please note that this paper does
not aim at developing a new risk index and comparing this index
with others found in literature. Rather, it adopts already existing
metrics that are deemed well suited for the main focus of this study,
which is the real-time optimization of power system operation.

Existing approaches to quantifying the consequences of contin-
gencies can be divided into two  groups. The first group determines
the economic effect of contingencies [5,12] using various indices
such as expected energy not served (EENS), loss of load probability
(LOLP), etc. This approach assumes certain actions from a system
operator and its main application is in medium and long-term plan-
ning. The second group [9,4] uses a purely technical definition of
consequences as functions of the loadings of system elements. Here,
the risk index is independent of any assumptions regarding the
actions of a system operator, but rather reflects the level of dan-
ger to the system if no such actions are undertaken. This approach
is well suited for short-term planning or system operation and,
therefore, it is employed in this paper.

Contingencies for the risk calculation can be chosen either by
the Monte-Carlo approach [5] or from a pre-determined list of out-
ages that are deemed credible [4]. In this paper, the latter approach
is employed with considering all N − 1 and N − 2 outages to be cred-
ible. This is done in order to capture the risk pertaining to cascading
outages, which may  occur if the outage of a single element leads
to high loadings of other elements, making them more likely to
become disconnected and cause further exacerbation of the system
state.

To compute the risk of a certain contingency, the following pro-
cedure is used. First, the operational constraints such as line flow
limits are relaxed by adding slack variables:

hp,q(PG, xq) ≤ kp · h̄p + sp,q, sp,q ≥ 0 (1)

where hp,q is the operational constraint of element p in contingency
q, which is a function of generator outputs PG and control variables
xq, h̄p is the limit on this constraint, and sp,q is the corresponding
slack variable. The slack variable represents the part of the loading
of the corresponding element that is considered to be unsafe. Coeffi-
cient 0 < kp ≤ 1 controls the loading level at which the slack variable
becomes non-zero and starts to contribute to the risk index.

To quantify the consequences of a contingency, so-called sever-
ity functions introduced in [9] are used. For a certain element, the
severity function, shown in Fig. 1a, is a quadratic function of its
loading. The consequences value for a given system state is deter-
mined as the sum of the severity functions values for all elements
that are still in operation in this state:

cq =
∑

ĉp(sp,q) (2)

The probability of element p to fail and create contingency q,
shown in Fig. 1b, is chosen based on [15] to have two components.
The first is constant and represents the outage probability obtained
from historical records, and the second is a quadratic function of
the element’s loading before the outage. This allows capturing a
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