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a b s t r a c t 

Mining the community structure is an important subject in the area of social network analysis, and de- 

tecting the hidden communities within the social networks will help to better understand the topological 

properties of the real-life networks. Meanwhile, community detection will be also helpful to monitor the 

public opinion, identify the opinion leaders and perform the personalized recommendation. In compari- 

son with the simplex user ties or contents, considering the trust features from multiple users will provide 

a more comprehensive account of the linking relationship between users. To this end, we propose a novel 

non-overlapping community detection algorithm, which is based on the trust mechanism, to recognize 

the community structure in this paper. At first, we propose several definitions with regard to trust rela- 

tionship between users to depict the trust strength, which includes the direct, indirect and mutual trust, 

and then the specific trust calculation method is provided to quantitatively describe the extent of trust. 

Secondly, starting from the trust relationship, we integrate the edge fitness and community fitness into 

the non-overlapping community detection and propose a novel trust-based algorithm to comprehensively 

leverage the trust among nodes to further mine the communities within the networks. Finally, to deeply 

analyze the analyze the performance, we take use of Lesmis and Gemo data sets to carry out extensive 

experiments, and the results show that, compared with other classical algorithms, the community based 

on the newly proposed algorithm features the higher trust cohesion on the condition that the structural 

cohesiveness of social network is fully satisfied. The current methods will be of significance to deeply 

understand and effectively find out the communities within realistic networks. 

© 2018 Elsevier Ltd. All rights reserved. 

1. Introduction 

In parallel with the rapid development of social network such 

as communication network, science collaboration network, on- 

line social network in the recent years, more and more scholars 

have realized that in the environment of social network there are 

not only explicit relations among users but also implicit relations 

demonstrated in the forms of friends similarity, demand similar- 

ity, browsing and purchasing similarity etc. The lack of face-to-face 

contact in online social interaction leads to the unstable construc- 

tion of the social network. Meanwhile, more scholars have realized 

that in the environment of social networks, there are explicit re- 

lationships among users and implicit relationships demonstrated 

by friend similarity, demand similarity, browsing and purchasing 

similarity, and other characteristics. To strengthen the stability of 
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the social network, “trust” has been considered in the community 

detection. Trust often refers to a subjective feeling among users 

that is particularly restrained by context. The trust relationships 

of users in social network will directly influence the intentions of 

target users. For example, a trust-based social network has been 

applied to E-business recommendation, financial fraud and other 

concerns [1] . 

Related researches on trust originate in the field of cyber se- 

curity, mainly tackling the question of identification and recogni- 

tion among nodes within the distributed network [2] . With the 

fast development of social network, scholars now begin to focus 

on some key questions of trust measurement and transmission 

in social network, and have made great progresses. Skopik et al. 

[3] proposed a principle-based method to construct an interaction 

and experience-oriented trust measurement within the online vir- 

tual community; Wang et al. [4] built a net-based trust model on 

the basis of Bayes Inference; Victor et al. [5] thought that in the 

recommended system of trust-based network, trust is a progres- 
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sive phenomenon and put forward a dynamic modeling of trust- 

ambiguous relation to resolve the questions of trust degree and its 

progressiveness. Golbeck [6] concluded on the relations between 

trust and user similarity which paved a theoretical way for fur- 

ther service recommendation; Qiao [7] proposed a user-context- 

based trust algorithm, applying relevant theories in sociology and 

calculating the user trust via familiarity and relevance dimensions. 

Meanwhile, we also studied the modeling of trust by users towards 

software (service) in the selection process of trustworthy software 

(trustworthy cloud services) and displayed sorts of comprehensive 

trust calculating models [8,9] . 

Social network, as a complicated structure, is composed of dif- 

ferent granularity recursions, in which users will spontaneously 

develop into abundant virtual communities in accordance with 

set rules or features. Virtual communities essentially reflect lo- 

cal features and correlations of individual behaviors in the so- 

cial network, and contribute to understanding the network struc- 

tures and exploring the inherent functions of complex systems. In 

practice, through the detection of virtual communities, we could 

more effectively monitor the public opinions, identify opinion lead- 

ers in groups, enhance the accuracy of advertisement launching 

and build a more reliable individualized recommendation system 

[10,11] . Meanwhile, discovering opinion leaders is beneficial to 

monitoring public opinions and lunch advertisements. In the in- 

dividualized recommendation system, focal players are prone to 

adopt the suggestions and recommendations from trusted ones [1] . 

At present, the studies on virtual communities in social network 

have aroused much attention. In general, common community- 

detection methods could be summarized as two major types [12] : 

optimization-based and heuristic-principle-based. The former is to 

identify the potential community structure in the network by con- 

verting the virtual community detection into optimizing objective 

functions through designing a proper objective functions, repre- 

sented by KL algorithm [13] , spectral algorithm [14,15] and FN al- 

gorithm [16,17] , while the latter is to be implementing by utiliz- 

ing some proper heuristic principles, represented by MFC (max- 

imum flow community) algorithm [18] , HITS (hyperlink induced 

topic search) algorithm [19] , Girvan and Newman (GN) algorithm 

[20] and its improved algorithm [21,22] , Wu–Huberman(WH) al- 

gorithm [23] and CPM (clique percolation method) algorithm [24] . 

With a constant development of social networks, especially for the 

online social networks, the attributes and characteristics of nodes 

have played a more and more important role in community detec- 

tion. Naresh et al. [25] raised a traditional clustering algorithm on 

the basis of users’ multi-attributes; Dang et al. [26] designed the 

related attribute-similarity function for each node in consistence 

with users’ attributes, then made the weight sum of attribute- 

similarity functions and modularity functions, and lastly realized 

the community detection by optimizing modules through Louvian 

algorithm; Sun [27] devised the similarity modularity functions 

based on the common attention and common fans, and then the 

maximization of modularity functions via greedy algorithm is used 

to discover virtual communities. 

It can be drawn from the previous works that the trust mea- 

surement in the social network is mostly conducted based on in- 

teractive strength or information while an effective set completion 

upon the nodes similarity is often neglected. Moreover, as a sig- 

nificant characteristic among social network users, trust has not 

been widely applied in the detection of communities. Accordingly, 

in this paper, we suggest a more comprehensive trust calculating 

model, on the basis of a trust-based non-overlapping community 

detection method in which the trust among users is integrated into 

the way of finding communities so as to get a dual cohesion com- 

munity with both structure and trust. 

The rest of this paper is structured as follows. In Section 2 , 

we describe and define the trust calculation in detail. We propose 

the new community detection algorithm: TLCDA, and carry out the 

related algorithm analysis and experimental results on two real- 

world datasets in Sections 3 and 4 . At last, we end this paper with 

some concluding remarks in Section 4 . 

2. Trust calculation model 

The trust relationship is a basic feature of social network users, 

normally in a comprehensive consideration of direct and indirect 

trust. In this section, we will introduce the calculation of trust de- 

gree among nodes in detail, and the direct trust degree is firstly 

calculated herein through the strength of ties and node similarity, 

then the calculation of indirect trust within distance restrictions is 

given. 

2.1. Direct trust 

In the scope of sociology and psychology, trust is generally be- 

lieved to be relevant to features of oneself and able to be dis- 

played by concrete subjective actions [28] . Therefore, it can be ar- 

gued that users’ actions like their active cooperation, communi- 

cation and concern within social network, to some degree, reflect 

their trust extent. The relationship among users, as a result of sub- 

jective actions, is the most obvious and apparent embodiment of 

their trust degree. 

Definition 1 (trust of direct relation based on tie strength). To a 

pair of adjacent nodes, trust obtained through their strength of ties 

is the direct-relation trust. The calculation of this direct relation 

trust degree is: 

d −tr us t −r ( u, v ) = 

w ( u, v ) 
w ( u ) 

(1) 

where d −tr us t −r ( u, v ) is the direct relation trust degree between 

u and v and d −tr us t −r ( u, v ) ∈ ( 0 , 1 ] . w ( u, v ) is the strength be- 

tween u and v. w ( u ) is the sum of strength of ties between u and 

its neighboring node. w ( u, v ) has different interpretations in vari- 

ous applications, such as referred to as the collaborative number 

among users in science collaboration network, or to the interactive 

number among users in social network. 

Recent researches find that there exist the apparent homogene- 

ity between network nodes, i.e., similar nodes are prone to be cor- 

related [28,29] one another. There has been a large quantity of 

studies on the measurement of node similarity, a simple method 

is to measure the similarity by calculating the number of shared 

neighbors between two nodes. Upon two adjacent nodes, the more 

their neighbors are overlapped, the higher the nodes similarity is 

[30] . In real social network, however, when the neighboring nodes 

of a certain node tend to be more, then the similarity the present 

node contributes to its neighboring node tends to be less. This 

point is clearly demonstrated in the unidirectional attention mech- 

anisms such as micro-blog where some big stars have a great num- 

ber of fans while contributing little in making a similar attention 

to their fans. 

Definition 2 (trust of direct relation based on node similarity). For 

two adjacent users, the trust obtained through their similarity is 

the trust of direct similarity. The calculation method of this direct 

relation trust is: 

d −t rus t −s ( u, v ) = 

∑ 

t∈ N ( u ) ∩ N ( v ) 

1 

I ( t ) 
(2) 

where d −trus t −s ( u, v ) is the direct similarity trust degree, N ( u ) and 

N ( v ) are the neighboring sets of u and v , respectively, and I ( t ) is the 

penetration degree of t . It hereby presents the calculation of direct 

trust between two adjacent nodes as 

d −t rust ( u, v ) = d −t rus t −r ( u, v ) + d −t rus t −s ( u, v ) (3) 
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