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a b s t r a c t

This paper aims to develop an optimization approach for deriving the upper and lower
bounds of transportation network vulnerability under simultaneous disruptions of multi-
ple links without the need to evaluate all possible combinations as in the enumerative
approach. Mathematically, we formulate the upper and lower bounds of network vulnera-
bility as a binary integer bi-level program (BLP). The upper-level subprogram maximizes or
minimizes the remaining network throughput under a given number of disrupted links,
which corresponds to the upper and lower vulnerability bounds. The lower-level subpro-
gram checks the connectivity of each origin-destination (O-D) pair under a network disrup-
tion scenario without path enumeration. Two alternative modeling approaches are
provided for the lower-level subprogram: the virtual link capacity-based maximum flow
problem formulation and the virtual link cost-based shortest path problem formulation.
Computationally, the BLP model can be equivalently reformulated as a single-level mixed
integer linear program by making use of the optimality conditions of the lower-level sub-
programs and linearization techniques for the complementarity conditions and bilinear
terms. Numerical examples are also provided to systematically demonstrate the validity,
capability, and flexibility of the proposed optimization model. The vulnerability envelope
constructed by the upper and lower bounds is able to effectively consider all possible com-
binations without the need to perform a full network scan, thus avoiding the combinatorial
complexity of enumerating multi-disruption scenarios. Using the vulnerability envelope
as a network performance assessment tool, planners and managers can more cost-
effectively plan for system protection against disruptions, and prioritize system improve-
ments to minimize disruption risks with limited resources.

� 2017 Elsevier Ltd. All rights reserved.

1. Introduction

Vulnerability is the susceptibility of a system to threats and incidents that results in operational degradation. The core of
transportation network vulnerability analysis is to identify the critical/vulnerable/important components (e.g., links and
nodes), whose disruptions could have a significant impact on travelers’ behaviors and network performance. This topic
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has received a great deal of attention in the past decade (see, e.g., Berdica, 2002; Chen et al., 2007a,c; Murray and Grubesic,
2007; Nagurney and Qiang, 2010; Chen et al., 2012; Ho et al., 2013; Zhao et al., 2013; Jenelius and Mattsson, 2015; Bell et al.,
2017). Identification of critical components in a network has many potential applications in both the pre-disaster planning
and post-disaster management (e.g., targeted protection or retrofitting, strategic location of rapid response and repair sta-
tions to facilitate the network recovery and mitigation, evacuation routes planning, and evacuation network monitoring)
to ensure that the critical components are adequately monitored (Murray-Tuite and Wolshon, 2013; He et al., 2015;
Wang et al., 2016b).

In the literature, the majority of existing methodologies for transportation network vulnerability analysis belong to the
disruption scenario enumeration approach (via enumeration without or with pre-scanning, or random simulation schemes). At
each enumerated scenario, one link/node is removed or degraded at a time, and the impact of each individual link/nodal
removal or degradation is evaluated and ranked according to different indictors. Interested readers are directed to a compre-
hensive review by Mattsson and Jenelius (2015) on the evaluation methods and indictors. With the increase of the number of
enumerated scenarios, this type of approach is able to consider a range of potential disruption scenarios. However, the enu-
meration approach has a combinatorial complexity especially when considering the simultaneous disruption of multiple
links/nodes at the same time. Letm and n denote the total number of links and the number of simultaneously disrupted links,
respectively. Then, the number of potential scenarios with n disrupted links is Cnm. One can envision the computational bur-
den when applying it to large-scale networks with simultaneous disruptions. Although many well connected networks could
be resilient enough to a single-link (or node) failure, simultaneous disruptions can be very problematic, resulting in disrup-
tion propagations and widespread disruptions. On the other hand, the simulation scheme may miss some important scenar-
ios (e.g., the best or the worst case) due to the limited number of samples. Also, it may miss some hidden/phantom
vulnerability scenarios (see, e.g., Jenelius, 2010) that are not apparent to analysts due to the large scale and complex network
structure. These issues render an incomplete understanding of all potential disruption scenarios and their associated
impacts. Recently, Wang et al. (2016a) recognized the combinatorial complexity of considering multiple disruptions, and
provided a global optimization approach to identifying critical links for multiple disruptions, without the need to perform
a complete network scan. However, only the worst case situation was considered, which may not provide a useable or
cost-effective strategy for managing/protecting the identified critical links.

On a different line of research, the game theoretic approach has been developed to assess the transportation network vul-
nerability, such as Bell (2000) of considering a two-player zero-sum non-cooperative game, Bell and Cassir (2002) of consid-
ering a multiplayer game, and Szeto et al. (2007) of considering multiple network-specific demons. In this approach, the evil
entity or demon seeks to maximize the total network cost by damaging links in the network, while network users seek a
route to minimize their travel costs. The critical links in the network are likely to be destroyed by the demon as a conse-
quence of the game. Since the demon is allowed to destroy any link in the network, the game theoretic approach also only
considers the worst-case scenario, and therefore provides a pessimistic evaluation of network performance.

In addition, sensitivity and uncertainty analyses have also been used to identify critical links that affect the system perfor-
mance the most (e.g., Nicholson and Du, 1997; Chen et al., 2002; Luathep et al., 2011; Yang et al., 2013). A weak link with
higher capacity variability may not necessarily be a critical link. Instead, a critical link must be one that is both important
(i.e., substantial impact on system performance) and weak (i.e., large capacity variability). The critical links should be the
prime candidates for strengthening, rather than those that are merely weak. The critical index of a link indicates the propor-
tion of the overall uncertainty of performance measure contributed by the uncertainty of its link capacity. This approach is
able to consider simultaneous link degradations. However, since sensitivity analysis is only valid locally for minor perturba-
tions of inputs and parameters, this approach may not be applicable to large perturbations in some disruption scenarios.

When considering multiple simultaneous disruptions (e.g., n links disrupted), there may have a large number of possible
scenarios corresponding to different location combinations, and each scenario has an unknown occurrence possibility. Hence,
a way to avoid the unknown occurrence possibility of disruption scenarios is to consider the range of all potential disruption
scenarios and their associated impacts. To the best of our knowledge, there is no analytical approach of transportation net-
work vulnerability with a systematic consideration and quantification of all possible simultaneous disruptions. This study
attempts to develop an optimization approach for deriving the upper and lower bounds of transportation network vulner-
ability – a vulnerability envelope, while circumventing the need of enumerating all possible disruption scenarios. This is dif-
ferent from the conservative (or pessimistic) consideration of the worst-case scenario in Wang et al. (2016a) or the game
theoretic approach in Bell (2000), Bell and Cassir (2002), and Szeto et al. (2007). The upper and lower bounds provide the most
optimistic and pessimistic quantification of network vulnerability range (i.e., the least to the most disruptive cases). The sin-
gle consideration of either the least or the most disruptive cases may lead to biased (overestimated or underestimated) net-
work performance assessment. Instead, with the vulnerability envelope, network planners and managers can more cost-
effectively plan for system protection against disruptions, and prioritize system improvements to minimize disruption risks
with limited resources. Particularly, those links appeared in both the upper-bound and lower-bound scenarios deserve more
resources and actions to protect in the pre-disaster network planning stage. A large range between the upper and lower
bounds indicates that the network is more susceptible or less resilient against disruptions, and a substantial percentage
of trips can be affected by these different combinations of multiple simultaneous disruptions. On the other hand, a small
range could mean that the network is very vulnerable as it could be easily disconnected (i.e., both upper and lower bounds
are quite small and similar), or it is not vulnerable at all as it could be highly connected (i.e., both bounds are quite large and
similar).

2 X. Xu et al. / Transportation Research Part C xxx (2017) xxx–xxx

Please cite this article in press as: Xu, X., et al. An optimization approach for deriving upper and lower bounds of transportation network
vulnerability under simultaneous disruptions of multiple links. Transport. Res. Part C (2017), http://dx.doi.org/10.1016/j.trc.2017.08.015

http://dx.doi.org/10.1016/j.trc.2017.08.015


Download English Version:

https://daneshyari.com/en/article/8947488

Download Persian Version:

https://daneshyari.com/article/8947488

Daneshyari.com

https://daneshyari.com/en/article/8947488
https://daneshyari.com/article/8947488
https://daneshyari.com

