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Abstract

This paper provides a quantitative study (N = 268) of patterns of free revealing of firm-developed innovations within embedded
Linux, a type of open source software (OSS). I find that firms, without being obliged to do so, contribute many of their own
developments back to public embedded Linux code, eliciting and indeed receiving informal development support from other
firms. That is, they perform a part of their product development open to the public—an unthinkable idea for traditionally minded
managers. Such openness obviously entails the challenge of protecting one’s intellectual property. I find that firms address this issue
by revealing selectively. They reveal, on average, about half of the code they have developed, while protecting the other half by
various means. Revealing is strongly heterogeneous among firms. Multivariate analysis can partly explain this heterogeneity by
firm characteristics and the firm’s purpose behind revealing. An analysis of reasons for revealing and of the type of revealed code
shows that different types of firms have different rationales for openness. Implications for management are that the conflict between
downsides and benefits of openness appears manageable. Provided selective revealing is practiced deliberately, the opportunities of
open development dominate.
© 2006 Elsevier B.V. All rights reserved.
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1. Introduction

With some simplification, one can describe the tradi-
tional view of innovation as taking place entirely within
one firm. In contrast to such closed innovation, open
innovation processes are characterized as spanning firm
boundaries (Chesbrough, 2003). This may mean that
technology is treated as a tradable good to be bought
and sold on the market (Arora et al., 2001). However,
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openness in innovation processes can reach far beyond
such market-mediated exchange. Under suitable circum-
stances, firms may make their technology available to the
public in order to elicit development collaboration, but
without any contractual guarantees of obtaining it.

Open innovation in this sense is the subject of the
present paper. I explore the commercial development
of open source software (OSS) for embedded systems
such as machine controls or VCRs (e.g., VDC, 2004).
One of the benefits that firms can derive from using
OSS is informal development collaboration (Feller and
Fitzgerald, 2002). Realizing this advantage requires that
a firm reveals its code to the public—an obvious pre-
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requisite for open innovation. Some OSS licenses work
in the same direction by restricting means to keep code
proprietary. However, these factors pushing for open-
ness conflict with a firm’s need to protect its intellectual
property. So, how can open innovation be reconciled with
intellectual property protection?

Using a quantitative empirical study of embedded
Linux (N = 268), I explore how firms manage this con-
flict. First, I clarify that firms, despite the fact that Linux
is OSS, indeed have a choice between openness and pro-
tection. I then analyze what share of their developments
firms make public, what type of code they reveal, and
what motivates them to do so. Using multivariate analy-
sis I explore which firm characteristics determine reveal-
ing behavior. In particular, I investigate if and under what
conditions openness leads to informal development col-
laboration, i.e., open innovation.

For several reasons, embedded Linux is ideally suited
for studying the above questions. First, it is nearly exclu-
sively developed by commercial firms, while hobbyists
play only a minor role. Second, the fact that it comes
under an OSS license makes firms consider revealing
their own developments, which they would probably not
even think of doing in the case of proprietary software.
Still, they have considerable latitude in either sharing or
protecting their code. As a result, openness is a conscious
decision. Third, as one of the most widely used operating
systems in this field (Webb, 2002; VDC, 2004), Linux
is of highest relevance for manufacturers of embedded
devices. Such devices, in turn, account for the vast
majority of all processors—around six billion in 2002
(Ganssle and Barr, 2003). Hence, studying the innova-
tion process of embedded Linux is not just instructive
for understanding open innovation, but has implica-
tions for the large (and growing) embedded systems
industry.

Central results are the following. Firms are aware
of and routinely use various means of protecting their
code. However, despite the possibility of protection they
reveal on average about half of the code they develop for
embedded Linux. The degree of openness turns out to
be strongly heterogeneous among firms in my sample.
Exploring this heterogeneity using multivariate analy-
sis, I find that the share of its code a firm reveals is
far from random. Instead, the analysis indicates ratio-
nal cost/benefit considerations. In particular, the more
important obtaining external development support is as
a motive for free revealing, the more code the respec-
tive firm reveals. Furthermore, small firms ceteris paribus
reveal significantly more, likely because, due to resource
scarcity, they expect to benefit more from external devel-
opment support.

Thus, open and collaborative innovation processes
indeed take place. The private-collective model of inno-
vation (von Hippel and von Krogh, 2003) is found to
work also in a commercial environment. However, firms
practice “selective revealing” so as to minimize compet-
itive losses—and are able to do so while abiding by the
applicable OSS license. The patterns of free revealing I
find are consistent with profit-maximizing behavior. It
thus seems conceivable that OSS, even OSS under the
GPL, becomes a standard part of industrial firms’ innova-
tive activity. The key is to understand what to reveal and
what to protect—i.e., to repartition innovative activities
into an open and a protected part in a manner consistent
with private profits.

The remainder of the paper is organized as fol-
lows. In Section 2, background information is given on
firms’ benefits and downsides of developing OSS and
on embedded Linux. Section 3 presents research design
and data. In Section 4, analysis and results are presented.
Section 5 concludes with a summary and a discussion.

2. Literature review

The present paper links to four strands of literature:
information trading, revealing of user innovations, col-
lective invention, and commercial OSS development. In
order of increasingly close relation to this paper’s sub-
ject, I will briefly review the relevant literature in the
following, and will point out in what respect the present
paper differs.

2.1. Information trading

Open information exchange between firms often
occurs within a dyad of individuals. This phenomenon
of “information trading” has been analyzed, among oth-
ers, by von Hippel (1987) and Schrader (1991) and
more recently by Dahl and Pedersen (2004). This lit-
erature finds that, despite the lack of formal contractual
agreements, the information provider expects her coun-
terpart to reciprocate when, in the future, she in turn
requests information. A parallel to revealing OSS code
is that in both cases the individual developer holds a
gatekeeper position. The important difference, however,
is that in a trading situation information is given to
one particular recipient only. The provider thus knows
if the conditions of acquaintance and mutual trust are
fulfilled, which Bouty (2000) identified as precondi-
tions for an interpersonal exchange of strategic resources
in her study of R&D scientists. Furthermore, within a
dyad a lack of reciprocation can clearly be attributed
to one individual, and retaliation (in particular, ceas-
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