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Passive 
attacks Active attacks. Passive attacks

Active attacks

Black hole Attack: 

Gray hole Attack: 

Wormhole Attack:

Byzantine Attack: 

Denial of Service Attack: 

Vampire Attack  DDoS Attack. 
Vampire Attack: 

DDoS Attack: 

Max _Cluster = expr [ val (nn) / Max_Node_ in_ Cluster ] 
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set max_ x [expr [expr $CURRENT_CLUSTER + 1] * $val  (x) / $MAX_CLUSTERS] 
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Using Identity and Trust with Key Management for achieving Security in Ad-hoc network
Design Issues in Trust Based Routing For MANET

Distributed Trust Node Selection for Secure Group Communication in MANET

Vampire Attacks: Draining Life from Wireless Ad Hoc Sensor   
    Network;

Trust based solution using counter strategies for Routing attacks in  
    MANET

Overcome Vampire Attacks Problem In Wireless Ad-Hoc Sensor Network By Using Distance Vector
    Protocols; 

Trust Based Ad-hoc On Demand routing Protocol for MANET
Trust and shortest path selection based routing protocol for mobile ad-hoc networks

TDSR: Trust Based DSR Routing Protocol for Securing MANET

 Quality of Sservice of mobile ad-hoc network through Trust 
      based AODV routing protocol by exclusion of Black-hole attack

Trusted Based Routing to Improve Network Lifetime of Mobile Ad-hoc  
      Networks

Trust enhanced Message Security 
      Protocol For Mobile Ad-hoc Networks

 TRIUMF: Trust-Based Routing Protocol with control degree of Selfishness for Securing  
      MANET against Packet Dropping Attack

Defense Strategy using Trust based model to mitigate active attacks in DSR based mobile ad-hoc  
       network

Trust Evaluation Based Security Solution in Ad-hoc Networks


